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PREFAZIONE  
 

Tra tecnologie, applicazioni e persone: quale futuro per il 2019?  
 
!ƴŎƘŜ ǉǳŜǎǘΩŀƴƴƻ ǎƛŀƳƻ ƭƛŜǘƛ Řƛ ǇǊƻǇƻǊǾƛ ƛ ƴƻǎǘǊƛ Tech Trend per il 2019.  
Dove ci porterà la tecnologia in questo anno appena iniziato, come si evolveranno i servizi, quali 
regole verranno individuate per assicurare a tutti, domanda e offerta, le migliori condizioni 
operative? 
Abbiamo per comodità distinto i contenuti in aree applicative, ma è solo una scelta convenzionale. 
Come è noto, tecnologie e applicazioni sono sempre più amalgamate e ogni nuova idea poggia sulle 
migliori realizzazioni precedenti. È sempre stato così dalla notte dei tempi, ma oggi tutto ciò avviene 
con velocità incredibile. 
Ciononostante, ci preme sottolineare che secondo noi in questo 2019 il cuore del sistema non è e 
non sarà la tecnologia, ma le persone. 
Il caso del GDPR, il nuovo ǊŜƎƻƭŀƳŜƴǘƻ ŜǳǊƻǇŜƻΣ ŝ ǎǘŀǘƻ ƭΩŜǎŜƳǇƛƻ ǇƛǴ ŎƻƴŎƭŀƳŀǘƻ Řƛ ǉǳŀƴǘƻ ǎƛŀƴƻ 
sempre più importanti le persone, dopo quasi due decenni in cui la tecnologia è stata percepita e 
ǘǊŀǘǘŀǘŀ ŎƻƳŜ ǳƴ ŦŜǘƛŎŎƛƻ ŀƭ ŎŜƴǘǊƻ Řƛ ǳƴ ǇŜǊŎƻǊǎƻ Řƛ ǎǾƛƭǳǇǇƻ άŀǳǘƻƴƻƳƻ Ŝ ƻƎƎŜǘǘƛǾƻέΦ 
NƛŜƴǘŜ Řƛ ǇƛǴ ŜǊǊŀǘƻΦ bŜƭƭƻ ǎǾƛƭǳǇǇƻ ǘŜŎƴƻƭƻƎƛŎƻ ƴƻƴ Ǿƛ ŝ ƴǳƭƭŀ Řƛ άŀǳǘƻƴƻƳƻ Ŝ ƻƎƎŜǘǘƛǾƻέΦ 
Iƭ нлмф ǎŀǊŁ ǇǊƻōŀōƛƭƳŜƴǘŜ ƭΩŀƴƴƻ ŘŜƭƭŜ άǎŎŜƭǘŜέ ƛƴ ƳŜǊƛǘƻ ŀƎƭƛ ǎǾƛƭǳǇǇƛ ŦǳǘǳǊƛ ŘŜƭƭŀ ǘŜŎƴƻƭƻƎƛŀΦ 
Governi, classi dirigenti, organismi sociali e cittadini del pianeta saranno sempre più al centro 
ŘŜƭƭΩŜǾƻƭǳȊƛƻƴŜ ǘŜŎƴƻƭƻƎƛŎŀΦ 9 ƛ ƎǊŀƴŘƛ ŎŀǇƛǘŀƴƛ Řƛ ƛƴŘǳǎǘǊƛŀ ƴƻƴ ŘƻǾǊŀƴƴƻ ŦŀǊŜ ǇƛǴ ƛ Ŏƻƴǘƛ ǎƻƭƻ Ŏƻƴ ƛƭ 
volere e gli interessi dei propri azionisti. Dovranno avere un occhio attento e vigile a quanto accade 
ƴŜƭƭŀ ǎƻŎƛŜǘŁΣ ŀƭƭΩinterno della quale si stanno affermando forme di consapevolezza della centralità 
della persona del tutto sconosciute sino a poco tempo fa. 
[ΩLǘŀƭƛŀΣ ŎƻƳŜ ŝ ƴƻǘƻΣ ƴƻƴ ƎƛƻŎŀ ǳƴ Ǌǳƻƭƻ Řŀ ǇǊƻǘŀƎƻƴƛǎǘŀΣ ƴƻƴƻǎǘŀƴǘŜ ƛƭ ǇƻǎƛȊƛƻƴŀƳŜƴǘƻ ƎƭƻǊƛƻǎƻ ŎƘŜ 
ha avuto nello sviluppo delle conquiste tecniche e scientifiche nel corso degli ultimi due secoli. 
[ΩLǘŀƭƛŀ ŘŜƭƭŀ ǊŜǘŜ ŘŜƭ нлмф ŝ ƛƴ ŀŦŦŀƴƴƻΣ Ƴŀ ƛƭ ŦǳǘǳǊƻ Ƙŀ ǊŀŘƛŎƛ ŀƴǘƛŎƘŜ Ŝ ǎƛŀƳƻ ŎƻƴǾƛƴǘƛ ŎƘŜ ƛƭ ƴƻǎǘǊƻ 
Paese potrà riconquistare un ruolo di primo piano nello sviluppo delle tecnologie e nella crescita 
civile che dovrà accompagnarla. 
 
Buona lettura di Tech Trend 2019. 
 
Raffaele Barberio 
 
 
 
 
 
 
 
 
 
 
 
Articoli a cura di: Paolo Anastasio, Piermario Boccellato, Federica Di Martino, Flavio Fabbri e Luigi Garofalo. 
Editing: Luca Fiorentino  
Edizione: Supercom / Key4biz - © Supercom 2019 
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1. 5G 
 

Lƭ нлмф ǎŀǊŁ ƭΩŀƴƴƻ ŘŜƭƭŜ ǇǊƛƳŜ ǊŜǘƛ ŎƻƳƳŜǊŎƛŀƭƛ рD Ŝ ƛƭ ƴǳƻǾƻ ǎǘŀƴŘŀǊŘ ǇǊŜƴŘŜǊŁ 
sempre più piede nel mondo reale, uscendo dai laboratori per entrare nelle case e 
nelle aziende. Per gestire al meglio il traffico e rispondere alle esigenze di latenza del 
рDΣ ǎŀǊŁ ŦƻƴŘŀƳŜƴǘŀƭŜ ƭΩǳǘƛƭƛȊȊƻ ŘŜƭƭΩ9ŘƎŜ /ƻƳǇǳǘƛƴƎ Ŝ ŘŜƭƭΩhǇŜƴ {ƻǳǊŎŜ ǇŜǊ ƭƻ 
sviluppo di nuove applicazioni, mentre anche i Data Center saranno sempre più locali. 
Prosegue intanto la corsa agli standard, mentre i primi smartphone sono attesi entro 
ƭΩŀƴƴƻΣ Ŏƻƴ !ǇǇƭŜ ŎƘŜ ƛƴǾŜŎŜ ŀǎǇŜǘǘŜǊŁ ƭΩŀƴƴƻ ǇǊƻǎǎƛƳƻ ƛƴ ŀǘǘŜǎŀ ŘŜƭƭŜ ǊŜǘƛΦ 
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Mercato Tlc, 5 ʣʦȇˢɆʮɆɿɴɆ ʣȇʦ Ɇɠ ҦҤҥҭ֥ Ŋǁʦǣ ɠחǁɴɴɿ 
ǿȇɠ ҩ¹ ȇ ǿȇɠɠחěʣȇɴ ŊɿˋʦǸȇ 
 

Prime reti commerciali 5G, edge computing e necessità di monetizzare gli investimenti 
nelle nuove reti renderanno il 2019 centrale per lo sviluppo futuro della industry. 

 
Il 2019 sarà un anno centrale per la industry delle Tlc. Il 5G punta dritto verso il pieno lancio 
commerciale, mentre stanno emergendo nuovi use case in ambito Cloud computing IoT che 
richiedono sempre maggior capacità di banda, bassa latenza e connettività. In questo contesto, la 
industry si sta sempre più spostando verso la fornitura di tutta una serie di nuove tecnologie sulle 
reti mobili, il che impone alle aziende di capire quali di queste nuove tecnologie saranno davvero 
essenziali nel 2019. 
Ecco cinque previsioni che riguardano il futuro della industry nel 2019 da parte di Nathan Rader, 
ŜǎǇŜǊǘƻ Řƛ ¢ƭŎΣ Řŀ ǇƛǴ Řƛ мр ŀƴƴƛ ƴŜƭ ǎŜǘǘƻǊŜΣ ŎƻƴƻǎŎƛǳǘƻ ŎƻƳŜ ƛƭ ǇŀŘǊŜ ŘŜƭƭΩ[ǘŜΣ ŎƘŜ ŀǘǘǳŀƭƳŜƴǘŜ 
ricopre la carica di Director NFV Strategy di Canonical, la società che sta dietro a Ubuntu. 
 
Molti  provider realizzeranno il 5G, ma monetizzare sarà difficile 
La corsa al primato delle reti e agli standard 5G è in pieno svolgimento. La fase di test è stata avviata 
da diversi operatori in tutto il mondo ed è destinata ad accelerare nei prossimi mesi. Tuttavia, questa 
corsa potrebbe essere molto dispendiosa. Il bisogno di 5G da parte degli utenti non è così alto come 
ƭƻ ŜǊŀ ŀƭƭΩŜǇƻŎŀ ŘŜƭƭŜ ǇǊŜŎŜŘŜƴǘƛ ƎŜƴŜǊŀȊƛƻƴƛΦ Lƭ пD ǇǳƼ ƎƛŁ ǊƛǎǇƻƴŘŜǊŜ ŀƭƭŜ ƴŜŎŜǎǎƛǘŁ ŘŜƭƭŀ ƳŀƎƎƛƻǊ 
ǇŀǊǘŜ ŘŜƎƭƛ ΨǳǎŜ ŎŀǎŜΩ (ad esempio lo streaming, il gaming, la navigazione online ecc.) in modo 
sufficiente e con velocità ragionevole. 
Il principale vantaggio del 5G consiste nel fornire un miglioramento in termini di capacità, non di 
velocità o latenza, tanto che di primo acchito il nuovo standard rappresenta in prima istanza uno 
sviluppo tecnico. 
Disporre della prima rete 5G sarà più un colpo di marketing, ma di fatto potrebbe non cambiare più 
Řƛ ǘŀƴǘƻ ƭΩƻŦŦŜǊǘŀ ŘŜǎǘƛƴŀǘŀ ŀƛ ŎƻƴǎǳƳŜǊ diversamente da quanto avvenne con le generazioni 
passate. 
  
Il 5G su larga scala arriverà prima fuori ŘŀƭƭΩ9ǳǊƻǇŀ 
Diversamente dal passato (2G, 3G e 4G), questa volta con il 5G gli operatori europei non saranno i 
primi a sviluppare le nuove reti. In questo caso, la differenza è che il 4G ebbe il merito di armonizzare 
tutte le reti in Europa, mettendo a fattor comune la tecnologia per creare una rete molto densa e 
veloce. 
Confrontando la situazione europea con quella degli Usa, ci sono grosse differenȊŜΦ bŜƎƭƛ ¦ǎŀ ŎΩŝ 
una torre ogni 5-10 miglia, in altre parole la rete esistente è molto meno capillare, il che crea una 
domanda superiore che in Europa di capacità di rete per il 5G. 
[ƻ ǎǘŜǎǎƻ ŘƛǎŎƻǊǎƻ ǾŀƭŜ ǇŜǊ ƭŀ /ƛƴŀ ƛƴ ŎƻƴŦǊƻƴǘƻ ŀƭ ǊŜǎǘƻ ŘŜƭƭΩ!ǎƛŀΦ È per questo che Usa e Cina sono 
ŘŀǾŀƴǘƛ ŀƭƭΩ9ǳǊƻǇŀ ǇŜǊ ǉǳŀƴǘƻ ǊƛƎǳŀǊŘŀ ƭƻ ǎǾƛƭǳǇǇƻ ǎǳ ŀƳǇƛŀ ǎŎŀƭŀ ŘŜƭ рDΦ !ƭƭƻ ǎǘŜǎǎƻ ƳƻŘƻΣ ƴŜƎƭƛ 
¦ǎŀ Ŝ ƛƴ /ƛƴŀ ŎΩŝ ǳƴ ōƛǎƻƎƴƻ ƳŀƎƎƛƻǊŜ Řƛ рD ǇŜǊ ŎƻƴƴŜǎǎƛƻƴƛ ŦƛȄŜŘ ōǊƻŀŘōŀƴŘ ƴŜƭƭŜ ŀōƛǘŀȊƛƻƴƛ ŎƘŜ ǎƛ 
trovano in aree periferiche e remote. 
 
Sempre più Edge Computing applicato al рDΧ 
[Ω9ŘƎŜ /ƻƳǇǳǘƛƴƎ ŝ ŎƻƴǎƛŘŜǊŀǘŀ ƭŀ ƴǳƻǾŀ ǘŜŎƴƻƭƻƎƛŀ ǇƛǴ ǇǊƻƳŜǘǘŜƴǘŜ Řŀ Ƴƻƭǘƛ ŜǎǇŜǊǘƛΣ Ƴŀ ǇǊƛƳŀ 
che si possa assistere ad una sua ampia diffusione ci vorrà ancora tempo. E il 5G sarà un volano 
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importante in questo senso. Dispositivi edge standalone (autonomi), in grado di connettersi 
direttamente al cloud, sono ancora una rarità, soprattutto su ampia scala. Detto questo, con il 5G 
un numero enorme di dispositivi connessi in rete entrerà in contatto con il cloud e si comincerà a 
ǇŀǊƭŀǊŜ Řƛ ŘƛǎǇƻǎƛǘƛǾƛ ǇŜǊ ƭΩŜŘƎŜ ŎƻƳǇǳǘƛƴƎΦ 
  
Χaŀ non sarà ƭΩŀƴƴƻ ŘŜƭƭΩ9ŘƎŜ Computing (come spera qualcuno) 
La domanda che sorge spontanea è chi, per primo, trarrà vantaggio dalle nuove potenzialità 
ŘŜƭƭΩ9ŘƎŜ /ƻƳǇǳǘƛƴƎΚ L ŘƛǎǇƻǎƛǘƛǾƛ mobili oggi come oggi sono essi stessi molto potenti, e molti di 
Ŝǎǎƛ ǎƻƴƻ ƛƴ ƎǊŀŘƻ Řƛ ǎǳǇǇƻǊǘŀǊŜ ǇǊƻŎŜǎǎƛ Řƛ wŜŀƭǘŁ !ǳƳŜƴǘŀǘŀ ƛƴ ƳƻŘƻ ŜŦŦŜǘǘƛǾƻΣ ǘŀƴǘƻ ŎƘŜ ƴƻƴ ŎΩŝ 
bisogno di aggiungere funzioni di edge computing al dispositivo per migliorare la loro capacità di 
ŎŀƭŎƻƭƻΦ [ƻ ǎǘŜǎǎƻ ǾŀƭŜ ǇŜǊ ƭŜ ŀǳǘƻ ǎŜƴȊŀ ǇƛƭƻǘŀΣ ǳƴΩŀƭǘǊŀ ƛƴƴƻǾŀȊƛƻƴŜ ŎƘŜ ƭŀ ƎŜƴǘŜ ŀǘǘŜƴŘŜ Ŏƻƴ ŀƴǎƛŀ 
legata al 5G. È ǾŜǊƻ ŎƘŜ ǎǘŀ ŎǊŜǎŎŜƴŘƻ ƭΩƛƴǘŜǊŜǎǎŜ ǇŜǊ ƭΩŜŘƎŜ ŎƻƳǇǳǘƛƴƎΣ ŎƘŜ Řƛ Ŧŀǘǘƻ ŎƻƴǎŜƴǘŜ Řƛ 
ŀǾǾƛŎƛƴŀǊŜ ƛ Řŀǘƛ ŀƭƭΩǳǘŜƴǘŜΣ Ƴŀ ƴŜƭ Ŏŀǎƻ ŘŜƭƭΩŀǳǘƻ ǎŜƴȊŀ ŎƻƴŘǳŎŜƴǘŜ ƭΩŀǳǘƻ ǎǘŜǎǎŀ ŝ Ƴǳƴƛǘŀ ŘŜƭ ǇƻǘŜǊŜ 
Řƛ ŎŀƭŎƻƭƻ ƴŜŎŜǎǎŀǊƛƻ ǇŜǊ ŦǳƴȊƛƻƴŀǊŜ ŀƭƭΩƛƴǘŜǊƴƻ ŘŜƭƭΩŀǳǘƻ ǎǘŜǎǎŀΦ 
È ǾŜǊƻ ŀƴŎƘŜ ŎƘŜ Ŝǎƛǎǘƻƴƻ ƎƛŁ ŘŜƎƭƛ ǳǎŜ ŎŀǎŜ ŎƘŜ ǎǇƛƴƎƻƴƻ ǾŜǊǎƻ ƭΩŀŘƻȊƛƻƴŜ ŘŜƭƭΩŜƎŜ computing per 
il 5G, ma il problema è la capacità di monetizzare. Alcuni esempi riguardano use cases specifici per 
la localizzazione come il connubio fra musei e Intelligenza Artificiale oppure la memorizzazione di 
contenuti media, e strumenti specifici per telefonini laddove la capacità del WiFi non fosse 
sufficiente. Però rendere appetibili su ampia scala queste soluzioni è sfida ardua e la industry non 
sarà certo rivoluzionata da questo genere di soluzioni nel 2019. 
  
Le telco puntino ǎǳƭƭΩhǇŜƴ Source per reinventarsi fornitori  di software 
Trovare nuove vie di monetizzazione per le telco grazie al 5G spingerà molti operatori ad allearsi con 
nuovi player di altri settori. Nasceranno nuove community intorno a specifiche soluzioni e nuove 
joint venture per la creazione di nuove software company. La sfida vera sarà nella crescente 
ŎƻƴŎƻǊǊŜƴȊŀΣ Ŏƻƴ ƭΩŜƳŜǊƎŜǊŜ Řƛ ƴǳƻǾƛ Ǝŀƭƭƛ ƴŜƭ Ǉƻƭƭŀƛƻ ŘŜƭƭŜ ǘŜƭŎƻΣ ŎƘŜ ǇƻǘǊŜōōŜro provocare non 
poca confusione. 
[ŀ ǎƻƭǳȊƛƻƴŜ ŀ ǉǳŜǎǘƻ ǇƻǘŜƴȊƛŀƭŜ ǇǊƻōƭŜƳŀ ǇƻǘǊŜōōŜ ŜǎǎŜǊŜ ƭΩƻǇŜƴ ǎƻurce, che consentirà nuove 
collaborazioni trasversali sul modello di quanto già avvenuto in passato con lo sviluppo di nuove 
soluzioni di Cloud computing. Basti pensare alla quantità di applicazioni basate su Linux o Kubernets 
per vedere che si tratta di un business model sostenibile. 
Le telco dovrebbero fare lo stesso nel 2019 puntando su nuove reti che funzionino per tutti, 
ƳƛƎƭƛƻǊŀƴŘƻƴŜ ƭΩŜŦŦƛŎƛŜƴȊŀ Ŝ ŀǇǊŜƴŘƻ ƛ ƴŜǘǿƻǊƪ ŀ ǘǳǘǘŜ ƭŜ ŀǇǇ ǇǊŜǎŜƴǘƛ ǎǳƭƭŀ ƭƻǊƻ ƛƴŦǊŀǎǘǊǳǘǘǳǊŀΦ  
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In che modo il 5G cambierà i Data Center?  
 

Il contenuto e le funzionalità delle telco nei data center cambieranno nei prossimi due 
ŀƴƴƛ Ŏƻƴ ƭΩŀǾǾŜƴǘƻ ŘŜƭ рD ŎǊŜŀƴŘƻ ǳƴ ƭŜƎŀƳŜ ǎŜƳǇǊŜ ǇƛǴ ǎǘǊŜǘǘƻ ŦǊŀ ƭŀ ƛƴŘǳǎǘǊȅ Ŝ Ǝƭƛ 
stessi data center. 

 
[ΩƛƴǘŜǊŜǎǎŜ ŘŜƭ рD ǊƛǎƛŜŘŜ ƛƴ ǇǊƛƳƻ ƭuogo nella promessa di bassissima latenza, inferiore ad un 
millisecondo. Per arrivare a questo genere di performance, è necessario un data center locale, 
ƴƻƴŎƘŞ ƭΩƛƴǾƛƻ ŘŜƭƭΩƛƴŦƻǊƳŀȊƛƻƴŜ ŎŀŎƘŜ ǎŜƳǇǊŜ ƛƴ ƭƻŎŀƭŜΦ vǳƛƴŘƛΣ ƛƴ ŎƘŜ ƳƻŘƻ ƛƭ рD ŎŀƳōƛŜǊŁ ƛ Řŀǘŀ 
center? Secondo Steve Carlini, vice president Innovation and Data Centers for IT presso Schneider 
Electric, i cambiamenti saranno radicali e porteranno in prospettiva alla nascita di nuovi e numerosi 
data center di dimensioni minori di quelli attuali, disseminati a livello più locale. 
  
Data center regionali 
Il primo trend che viene individuato è la costituzione dei cosiddetti data center regionali o di metro 
Řŀǘŀ ŎŜƴǘŜǊΣ ŀƭƭΩƛƴǘŜǊƴƻ ŘŜƛ ǉǳŀƭƛ ǎƛ ǎǾƛƭǳǇǇŜǊŀƴƴƻ ǎŜƳǇǊŜ ǇƛǴ ŎƻƴǘŜƴǳǘƛ Ŝ ŦǳƴȊƛƻƴŀƭƛǘŁ ǇǊƻǇǊƛŜ ŘŜƭƭŜ 
telco. Telco e data center saranno sempre più vicini fra loro, e nel contempo si assisterà ad una 
ǇǊƻƎǊŜǎǎƛǾŀ ŘƛŦŦǳǎƛƻƴŜ ŀ ƭƛǾŜƭƭƻ ƭƻŎŀƭŜ Řƛ ǉǳŜǎǘƻ ŎƻƴƴǳōƛƻΦ aŀ Ŏƛ ǾƻǊǊŀƴƴƻ ŀƭƳŜƴƻ ǳƴ Ǉŀƛƻ ŘΩŀƴƴƛ 
prima ŎƘŜ ƛƭ ŦŜƴƻƳŜƴƻ ǎƛ ǊŜŀƭƛȊȊƛ ŎƻƴŎǊŜǘŀƳŜƴǘŜΦ bŜƭ нлмф Ŝ нлнл ƭΩƛƴŦƭǳǎǎƻ ŘŜƭƭŜ ŦǳƴȊƛƻƴŀƭƛǘŁ рD ǎǳƛ 
data center è destinato ad aumentare. Le funzionalità 5G riguardano tecnologie a onde 
millimetriche e cRAN (cloud Radio Access Network) virtualizzato, vale a dire accesso alla rete 
ŎŜƴǘǊŀƭƛȊȊŀǘƻ ƛƴ ŎƭƻǳŘΦ /ƛƼ ǎƛƎƴƛŦƛŎŀ ŎƘŜ ƭΩƛƴǘŜǊƻ ǇǊƻŎŜǎǎƻ Řƛ ǳǇƎǊŀŘŜ ŘŜƭ рD ŝ ǉǳŀƭŎƻǎŀ Řƛ 
completamente nuovo e diverso da quanto avvenuto finora. 
Perché ciò avvenga saranno necessari ingenti investimenti tecnologici, soprattutto in tecnologie 
cRAN che tuttavia non saranno disponibili in un primo momento per il genere di micro data center 
e data center metropolitani necessari per il dispiegamento capillare del 5G. 
  
Integrazione fra cRAN e Data Center 
Il processo di integrazione fra cRAN e data center inizierà quindi a livello regionale, poi a livello 
metropolitano senza raggiungere però i livelli di latenza necessari per nuovi servizi. 
/Ωŝ Ǉƻƛ ǳƴ ǎŜŎƻƴŘƻ ŀǎǇŜǘǘƻ Řŀ ǘŜƴŜǊ ǇǊŜǎŜƴǘŜ ƴŜƭ ŘŜǇƭƻȅƳŜƴǘ ŘŜƭ рDΣ ǾŀƭŜ ŀ ŘƛǊŜ ƭΩǳǘƛƭƛȊȊƻ Řƛ ǇƻǊȊƛƻƴƛ 
di spettro più alte, che funzionano diversamente rispetto a quelle più basse utilizzate per gli 
standard precedenti. Ci sono delle limitazioni naturali per le frequenze 5G, in particolare la difficoltà 
ŀŘ ŀǘǘǊŀǾŜǊǎŀǊŜ ŎƻǊǇƛ ǎƻƭƛŘƛ Ŝ ǇŀǊŜǘƛ Ŝ ƳŀƎƎƛƻǊ ǇŜǊŘƛǘŀ Řƛ ǇǊƻǇŀƎŀȊƛƻƴŜ ŘŜƭ ǎŜƎƴŀƭŜ Ŏƻƴ ƭΩŀǳƳŜƴǘƻ 
della distanza dalla sorgente del segnale. Per questo sarà necessario un dispiegamento massiccio di 
ŀƴǘŜƴƴŜ Ŝ ƳƛŎǊƻŎŜƭƭŜ ǇŜǊ ƎŀǊŀƴǘƛǊŜ ƭŜ ŦǳƴȊƛƻƴŀƭƛǘŁ ŘŜƭ рD ƛƴ ǳƴ ŎƭǳǎǘŜǊ ƻ ŀƭƭΩƛƴǘŜǊƴƻ Řƛ ǳƴŀ 
community. 
Anche il trasferimento del segnale 5G è diverso da quello del 4G. Mentre per il 4G un unico segnale 
aggancia una cella alla volta per spostarsi alla successiva quando ti avvicini ad essa, con il 5G si 
ŎƻƳǳƴƛŎŀ Ŏƻƴ ŘƛǾŜǊǎŜ ŎŜƭƭŜ ŀƭƭŀ Ǿƻƭǘŀ Ŝ ƳŜƴǘǊŜ ǘƛ ƳǳƻǾƛ ǘǊŀǎŦŜǊƛǎŎƛ ƛƭ ǎŜƎƴŀƭŜ Řŀ ǳƴΩŀƴǘŜƴƴŀ ŀŘ 
ǳƴΩŀƭǘǊŀΦ 
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5G, nuovi standard soltanto a fine 2019. E Apple 
fren erà sugli smartphone  
 

[ŀ ǎŜŎƻƴŘŀ ƻƴŘŀǘŀ Řƛ ǎǘŀƴŘŀǊŘ ǇŜǊ ƛƭ рDΣ ǉǳŜƭƭŀ ŎƘŜ ŀǇǊƛǊŁ ƭŀ ǎǘǊŀŘŀ ŀƭƭΩŜǊŀ ŘŜƭƭŜ ŀǳǘƻ 
connesse e della smart factory, non sarà pronta prima della fine del 2019. 

 
[ŀ ǎŜŎƻƴŘŀ ƻƴŘŀǘŀ Řƛ ǎǘŀƴŘŀǊŘ ǇŜǊ ƛƭ рDΣ ǉǳŜƭƭŀ ŎƘŜ ŀǇǊƛǊŁ ƭŀ ǎǘǊŀŘŀ ŀƭƭΩera delle auto connesse e 
della smart factory, non sarà pronta prima della fine del 2019. A dirlo è stato, Sungho Choi, VP 
Samsung Electronics network business, in occasione del 5G Vertical Summit 2018, che si è tenuto a 
Seul lo scorso mese di novembre, precisando che la Release 16 degli standard 5G sarà quindi 
ŎƻƳǇƭŜǘŀǘŀ ŦǊŀ мм ƳŜǎƛ Ŝ ŘŜǇƻǎƛǘŀǘŀ ǎƻƭǘŀƴǘƻ ǇŜǊ ŀƭƭƻǊŀ ŀƭƭΩInternational Telecommunication Union 
(ITU)Σ ƭΩŀƎŜƴȊƛŀ hƴǳ ŎƘŜ Ŧƛǎǎŀ ƭŜ ƭƛƴŜŜ ƎǳƛŘŀ ƛƴǘŜǊƴŀȊƛƻƴŀƭƛ ǎǳƭƭƻ ǎǇŜǘǘǊƻ ǊŀŘƛƻΦ 
  
Il punto sugli standard 
Il 3GPP aveva a suo tempo approvato lo standard 5G non-standalone (NSA) a dicembre del 2017, 
mentre a gennaio del 2018 era arrivato il disco verde per lo standard 5G standalone (SA), 
completando così la Release 15. 
Release 15 destinata a sosǘŜƴŜǊŜ ƭŜ ǇǊƛƳŜ ŀǇǇƭƛŎŀȊƛƻƴƛ рDΣ ǾŀƭŜ ŀ ŘƛǊŜ ƭΩŜƴƘŀƴŎŜŘ ƳƻōƛƭŜ ōǊƻŀŘōŀƴŘ 
(eMBB), le comunicazioni a bassa latenza ultra affidabili (URLLC, ultra-reliable low-latency 
communications) e le comunicazioni massive delle macchine (mMTC, massive machine-type 
commǳƴƛŎŀǘƛƻƴǎύ ǎǳ ǳƴΩǳƴƛŎŀ ǊŜǘŜ ǇŜǊ ǊƛǎǇƻƴŘŜǊŜ ŀƭ ŘŜŎƻƭƭƻ ŘŜƭ ōǳǎƛƴŜǎǎ Lƻ¢ όLƴǘŜǊƴŜǘ ƻŦ ¢ƘƛƴƎǎύΦ 
Sempre la stessa Release 15 supporta inoltre lo spettro millimetrico (mmWave) a 28 Ghz e le 
tecnologie multi-antenna. 
La Release 16 aggiungerà quindi gli standard per le auto connesse, le smart factories, le reti aziendali 
e private e la pubblica sicurezza per rispondere alle specifiche esigenze di diverse industry. Auto 
connesse e smart factories (fabbriche intelligenti) hanno bisogno di standard specifici disegnati e 
ottimizzati su misura per le rispettive necessità. 
  
Automotive e Smart Factory 
Per questo motivo, produttori automobilistici e aziende IT hanno costituito le 5G Automotive 
Alliance che collabora con il 3GPP per fissare gli standard specifici delle auto a guida autonoma, 
come ad esempio il 5G cellular vehicle-to-everything (C-V2X). 
Allo stesso modo, per quanto riguarda le fabbriche intelligenti, la 5G Alliance for Connected 
Industries and Automation (5G ACIA) svolge lo stesso compito. 
La nuova ondata di standard comprenderà inoltre quelli destinati ai media, compresi i format e la 
compressione. 
[ŀ ǎǘǊŀŘŀ ǾŜǊǎƻ Ǝƭƛ ǎǘŀƴŘŀǊŘ ƴƻƴ ŝ ŎŜǊǘƻ ǇǊƛǾŀ Řƛ ƻǎǘŀŎƻƭƛΦ 5ΩŀƭǘǊŀ ǇŀǊǘŜΣ ƴŜƳƳŜƴƻ ŀƛ ǘŜƳǇƛ ŘŜƭ пD ƭƻ 
standard Lte in tempi stretti, e dopo il 2010 si aggiunsero nuove specifiche come ad esempio le small 
cells per rispondere alle continue richieste della industry. 
  
Smartphone, arriva il 5G ma non ǎǳƭƭΩƛtƘƻƴŜ 
LƴǎƻƳƳŀΣ ƛƭ рD ƴƻƴ ŝ ŎŜǊǘƻ ŘƛŜǘǊƻ ƭΩŀƴƎƻƭƻ ƴƻƴƻǎǘŀƴǘŜ ƛ ƳŜǎǎŀƎƎƛ ōŀǘǘŜƴǘƛ ŘŜƭ ƳŀǊƪŜǘƛƴƎ Řŀ ǘŜƳǇƻ 
esaltino le caratteristiche rivoluzionarie del nuovo paradigma della rete. 
Tanto più che ancora mancano gli smartphone abilitati per il 5G, che tuttavia dovrebbero arrivare 
ǉǳŜǎǘΩŀƴƴƻΦ L ǇǊƛƴŎƛǇŀƭƛ ǇǊƻŘǳǘǘƻǊƛ ǎƻƴƻ ŀǘǘŜǎƛ ŀƭ ƭŀƴŎƛƻ ŘŜƛ ǇǊƛƳƛ ƳƻŘŜƭƭƛΣ ƳŀƎŀǊƛ ƎƛŁ ŀƭ Ǉrossimo 
appuntamento globale, vale a dire il Consumer Electronic Show di Las vegas, o al Mobile World 
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Congress di Barcellona fra un paio di mesi. Quattro dei cinque principali produttori 
ς Xiaomi, Oppo, Huawei e Samsung ς sono attesi al lancio dei primi deǾƛŎŜ рD ŜƴǘǊƻ ƭΩŀƴƴƻΦ 
[ŀ ƳŀƎƎƛƻǊ ǇŀǊǘŜ ŘŜƎƭƛ ŀƴŀƭƛǎǘƛ ƴƻƴ ǇǊŜǾŜŘŜ ƛƭ ƭŀƴŎƛƻ Řƛ ǳƴŀ ƴǳƻǾŀ ǾŜǊǎƛƻƴŜ рD ŘŜƭƭΩƛtƘƻƴŜ 
di Apple prima del 2020, anche perché a Wall Street si prevedono investimenti piatti in nuove reti 
da parte degli operatori Usa. 
  
Prima le reti 
Secondo stime di JP Morgan, però, nel 2019 le vendite di smartphone 5G rappresenteranno soltanto 
ƭΩм҈ ŘŜƭ ǘƻǘŀƭŜΦ {ŜŎƻƴŘƻ ǎǘƛƳŜ Řƛ IDC, nei prossimi cinque anni le vendite di smartphone cresceranno 
ƛƴ ƳŜŘƛŀ ŘŜƭƭΩмΣп҈ ŀƭƭΩŀƴƴƻΦ 
Ciò sarà principalmente dovuto alla scarsa presenza di nuove reti 5G funzionanti a livello globale. 
Difficile quindi vendere nuovi device in assenza delle reti adatte per fruire dei vantaggi promessi 
dalla nuova tecnologia. 
¢ŀƴǘƻ ǇƛǴ ŎƘŜΣ ŎƻƳŜ ŀŦŦŜǊƳŀǘƻ ŘŀƭƭΩŀƴŀƭƛǎǘŀ Cliff Maldonado di BayStreet Research, άCŀŎŜōƻƻƪ e 
email non saranno per nulla diversi con il рDέΦ 
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Ìɠ ʦˋɿɠɿ ַȷɿɴǿǁɲȇɴʻǁɠȇָ ǿȇɠɠחhǿȺȇ WɿɲʣˋʻɆɴȺ ʣȇʦ 
il 5G  
 

[Ω9ŘƎŜ /ƻƳǇǳǘƛƴƎ ǎŀǊŁ ŦƻƴŘŀƳŜƴǘŀƭŜ ǇŜǊ ƭƻ ǎǾƛƭǳǇǇƻ ŘŜƭ рDΣ ǎƻǇǊŀǘǘǳǘǘƻ ƛƴ termini di 
miglioramento della latenza e riduzione del traffico di rete. 

 
/ƘŜ Ǌǳƻƭƻ Ƙŀ ƭΩ9ŘƎŜ /ƻƳǇǳǘƛƴƎ όƭŜǘǘŜǊŀƭƳŜƴǘŜ Ψ9ƭŀōƻǊŀȊƛƻƴŜ a ƳŀǊƎƛƴŜΩ), per il 5G? Secondo gli 
ŜǎǇŜǊǘƛΣ ƭΩ9ŘƎŜ /ƻƳǇǳǘƛƴƎ ǎŀǊŁ ŦƻƴŘŀƳŜƴǘŀƭŜ ǇŜǊ ƭƻ ǎǾƛƭǳǇǇƻ ŘŜƭ рDΣ ǎƻǇǊŀǘǘǳǘǘƻ ƛƴ ǘŜǊƳƛƴƛ Řƛ 
miglioramento della latenza, anche se per ora le tecnologie di edge computing sono sviluppate a 
macchia di leopardo in giro per il mondo. 
  
/ƻǎΩŝ ƭΩ9ŘƎŜ Computing 
5ƛ ŦŀǘǘƻΣ ƭΩ9ŘƎŜ /ƻƳǳǇǘƛƴƎ ƛƴ ǳƴ ǎƛǎǘŜƳŀ Řƛ ŜƭŀōƻǊŀȊƛƻƴŜ ŎƭƻǳŘ-ōŀǎŜŘΣ ƛƴŘƛŎŀ ƭΩŜƭŀōƻǊŀȊƛƻƴŜ ŘŜƭƭŜ 
informazioni ai margini della rete, dove i dati vengono prodotti, piuttosto che in un data warehouse 
centralizzato. I benefici prinŎƛǇŀƭƛ ŘŜǊƛǾŀƴǘƛ ŘŀƭƭΩǳǘƛƭƛȊȊƻ ŘŜƭƭŜ ǘŜŎƴƻƭƻƎƛŜ Řƛ ŜŘƎŜ ŎƻƳǇǳǘƛƴƎ ǎƻƴƻ ƭŀ 
riduzione della latenza di elaborazione, che permette risposte in tempo reale, e il risparmio di 
banda, inviando al data center informazioni già elaborate e quindi di minori dimensioni. 
Oggi come oggi, la realtà è che il 5G non sarà in grado di raggiungere gli obiettivi di performance in 
ǘŜǊƳƛƴƛ Řƛ ōŀǎǎƛǎǎƛƳŀ ƭŀǘŜƴȊŀ Ŝ ōŀƴŘŀ ƭŀǊƎŀ ƳŀǎǎƛǾŀ ǎŜƴȊŀ ƛƭ ŎƻƴǘǊƛōǳǘƻ ŘŜƭƭΩŜŘƎŜ ŎƻƳǇǳǘƛƴƎΣ ǇŜǊ ƛƭ 
semplice motivo che per i dati ci vuole tempo per viaggiare sulle reti in fibra ottica che connettono 
le radiotrasmittenti sulle torri fino al cuore della rete. 
{Ŝ ƳǳƻǾƛ ƭΩŀǇǇƭƛŎŀȊƛƻƴŜ ƻ ƛƭ ŎƻƴǘŜƴǳǘƻ ƛƭ ǇƛǴ ǾƛŎƛƴƻ ǇƻǎǎƛōƛƭŜ ŀƭ ƳŀǊƎƛƴŜ ŘŜƭƭŀ ǊŜǘŜΣ ƭŀ ƭŀǘŜƴȊŀ ŘŜƭƭŀ 
rete si riduce in automatico. 
Per raggiungere gli obiettivi di latenza del 5G, sarà quindi necessario prevedere la presenza di 
hardware ad alta performance e componenti radio in grado di creare priorità di traffico. In questo 
modo si risparmia latenza alla fonte e si riduce la necessità di banda per il trasporto dei dati, prima 
che entrino in circolazione. 
  
Edge Computing, applicazioni e ambiti di utilizzo 
La maggior parte delle soluzioni di Edge computing viene utilizzata in ambito industriale per una 
serie svariata di applicazioni, che vanno daƭƭΩŀƎƎǊŜƎŀȊƛƻƴŜ Řƛ ǎŜƴǎƻǊƛ ŀƭ ƳƻƴƛǘƻǊŀƎƎƛƻ Řƛ ǎƛǎǘŜƳƛ 
ŎƻƳǇƭŜǎǎƛ ŀƭƭŀ ǘǊŀǎŦƻǊƳŀȊƛƻƴŜ ŘƛƎƛǘŀƭŜ Řƛ ŀƳōƛŜƴǘƛ ǇǊƻŘǳǘǘƛǾƛΦ [ΩŀŎŎŜǎǎƻ ǊŀŘƛƻ όŘŀƭƭŀ ǇƛŀǘǘŀŦƻǊƳŀ Řƛ 
edge computing al dispositivo) può avvenire tramite WiFi o Lte, a seconda delle esigenze del cliente. 
vǳŜǎǘƻ ŝ Ƴƻƭǘƻ ƛƳǇƻǊǘŀƴǘŜΣ Řƛ Ŧŀǘǘƻ ƭΩ9ŘƎŜ /ƻƳǇǳǘƛƴƎ ƴƻƴ ŘŜǾŜ ŀǎǇŜǘǘŀǊŜ ƛƭ рDΣ ǇŜǊŎƘŞ ŦǳƴȊƛƻƴŀ ƎƛŁ 
con gli standard wireless esistenti. 
5Ŝǘǘƻ ǉǳŜǎǘƻΣ ƭΩ9ŘƎŜ /ƻƳǇǳǘƛƴƎ ƴƻƴ ŝ ŘƛŦŦǳǎƻ ƻǾǳƴǉǳŜ ƛƴ ŀƳōƛǘƻ ƛƴŘǳǎǘǊƛŀƭŜ Ŝ ƴŜƳƳŜƴƻ ǎǳƭƭŜ ǊŜǘƛ 
mobili. Gli esempi concreti sono ancora pochi, ma stanno aumentando rapidamente. 
  
Edge Computing, Verticals 
L ǎŜǘǘƻǊƛ Řƛ ƳŀƎƎƛƻǊ ŘƛŦŦǳǎƛƻƴŜ ŘŜƭƭΩ9ŘƎŜ /ƻƳǇǳǘƛƴƎ ǎƻƴƻ ƛƭ wŜǘŀƛƭΣ ƭΩLƴŘǳǎǘǊƛŀΣ ƛ ¢ǊŀǎǇƻǊǘƛΣ ƭŀ ƎŜǎǘƛƻƴŜ 
Řƛ aŀƎŀȊȊƛƴƻ Ŝ ƭŜ ¦ǘƛƭƛǘƛŜǎΦ /Ωŝ ŀƴŎƻǊŀ Ƴƻƭǘƻ Řŀ ŦŀǊŜΣ ǎƻǇǊŀǘǘǳǘǘƻ ǇŜǊ ǉǳŀƴǘƻ ǊƛƎǳŀǊŘŀ ƭΩƛƴǘŜǊŦŀŎŎƛŀ 
Ŏƻƴ ƭŀ ǊŜǘŜ ƳƻōƛƭŜ ŎƻǊŜ ŘŜƭƭΩƻǇŜǊŀǘƻǊŜΣ Ƴŀ ƛ ǇǊƻƎǊŜǎǎƛ ǎƻƴƻ ǊŀǇƛŘƛΦ 
Secondo stime di iGR nei prossimi due o tre anni si prevede un rapido sviluppo di nuovi progetti di 
edge computing in ambito industriale e aziendale. 
¦ƴŀ ǇǊƛƳŀ ƎǊŀƴŘŜ ŀǊŜŀ Řƛ ƻǇǇƻǊǘǳƴƛǘŁ ǇŜǊ ƭΩŜŘƎŜ ŎƻƳǇǳǘƛƴƎ ǊƛƎǳŀǊŘŀ ƭŜ ǎƻƭǳȊƛƻƴƛ Řŀ ƳŜǘǘŜǊŜ ŀ 
margine della rete mobile, per lo sviluppo di applicazioni e contenuti alla base della torre di 



Tech Trend 2019  5G
   

8 
 

trasmissione cellulare, il più vicino possibile alle apparecchiature radio di trasmissione. Questo 
ƎŜƴŜǊŜ Řƛ ǎƻƭǳȊƛƻƴƛ ŎƻƴǎŜƴǘƛǊŁ ŀƭƭΩƻǇŜǊŀǘƻǊŜ ƳƻōƛƭŜ Řƛ ǎǾƛƭǳǇǇŀǊŜ ǘǳǘǘŀ ǳƴŀ ƴǳƻǾŀ ǎŜǊƛŜ Řƛ 
applicazioni e servizi che hanno bisogno di bassa latenza, riducendo nel contempo la quantità di 
traffico che deve essere reindirizzato al core del network. 
  
Edge Computing: vantaggi per consumatori e aziende 
5ƛ ǇŀǊƛ Ǉŀǎǎƻ Ŏƻƴ ƛƭ ƳƛƎƭƛƻǊŀƳŜƴǘƻ ƎŜƴŜǊŀƭŜ ŘŜƭƭŀ ŎƻƴǎǳƳŜǊ ŜȄǇŜǊƛŜƴŎŜ ƛƴ ƳƻōƛƭƛǘŁΣ ƭΩŜŘƎŜ ŎƻƳǇǳǘƛƴƎ 
ǇƻǘǊŁ ŜǎǎŜǊŜ ǳǎŀǘƻ ǇŜǊ ǊƛŘǳǊǊŜ ƛ Ŏƻǎǘƛ Řƛ ǘǊŀǎǇƻǊǘƻ ŎƘŜ ƎǊŀǾŀƴƻ ǎǳƭƭΩƻǇŜǊŀǘƻǊŜ ƳƻōƛƭŜΦ Lƴ ǇŀǊƻƭŜ 
ǇƻǾŜǊŜΣ ƛƭ ǊƛǎǇŀǊƳƛƻ ŘŜǊƛǾŀ ŘŀƭƭΩŜƭŀōƻǊŀȊƛƻƴŜ ŀ ƳŀǊƎƛƴŜ ŘŜƭla rete dei dati al posto di rispedirli al 
cuore del network. Per i consumatori, il beneficio maggiore si avrà in termini di latenza. Se 
programmi televisivi e film saranno memorizzati a margine della rete, lo streaming video partirà 
quasi istantaneamente sui dispositivi mobili. In questo modo, sarà possibile abilitare nuovi servizi 
ŎƘŜ Ǿŀƴƴƻ ŘŀƭƭΩŀǳǘƻ ŀǳǘƻƴƻƳŀ ŀƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ !ǊǘƛŦƛŎƛŀƭŜ ōŀǎŀǘŀ ǎǳƭƭŀ ǊŜǘŜΦ 
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2.  INTELLIGENZA ARTIFICIALE 
 

LƴǘŜƭƭƛƎŜƴȊŀ !ǊǘƛŦƛŎƛŀƭŜ Ŝ aŀŎƘƛƴŜ [ŜŀǊƴƛƴƎ ǎƛ ŎƻƴŦŜǊƳŀƴƻ ŀƴŎƘŜ ǉǳŜǎǘΩŀƴƴƻ ŎƻƳŜ 
temi caldissimi del mondo del tech, con applicazioni trasversali che investono diverse 
ƛƴŘǳǎǘǊȅΦ 5ŀƭƭΩŀƴŀƭƛǎƛ ǇǊŜŘƛǘǘƛǾŀ ŘŜƛ ŦŀōōƛǎƻƎƴƛ Řƛ ǳƴ ǎǳǇŜǊƳŀǊƪŜǘΣ ŀƭƭŀ ƳŀƴǳǘŜƴȊƛƻƴŜ 
di ƳŜȊȊƛ ƳƛƭƛǘŀǊƛ ŘŜƭƭΩ9ǎŜǊŎƛǘƻ ¦ǎŀΣ per fare qualche esempio, cresce costantemente 
ƭΩƛƴǘŜǊŀȊƛƻƴŜ ŦǊŀ ǳƻƳƻ Ŝ ƳŀŎŎƘƛƴŀ ŀƴŎƘŜ ƎǊŀȊƛŜ ŀƎƭƛ ŀǎǎƛǎǘŜƴǘƛ ǾƛǊǘǳŀƭƛΣ ǎŜƳǇǊŜ ǇƛǴ 
ǇǊŜǎŜƴǘƛ ƴŜƭƭŜ ƴƻǎǘǊŜ ŎŀǎŜΦ Lƭ ǇǊƛƳŀǘƻ ƎƭƻōŀƭŜ ǎǳƭƭΩ!L ǊŜǎǘŀ ŎŜƴǘǊŀƭŜ ƴŜƭ ŎƻƴŦƭƛǘǘƻ ŎƘŜ 
vede contrapposti Usa e Cina per il predominio economico del mondo, in attesa di 
ŎŀǇƛǊŜ ŎƻƳŜ ƭΩ!L ŎŀƳōƛŜǊŁ ƛƭ ŦǳǘǳǊƻ ŘŜƭ ōǳǎƛƴŜǎǎ ŎǊŜŀƴŘƻ Ŝ ŘƛǎǘǊǳƎƎŜƴŘƻ Ƴƛƭƛƻƴƛ Řƛ 
posti nei prossimi decenni. 
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Intelligenza Artificiale e Machine Learning, trend 
principali pe r il 2019  
 

AI e Machine Learning si confermeranno anche nel 2019 come temi caldissimi del 
mondo del tech con applicazioni trasversali in diverse industry. 

 
Intelligenza Artificiale e Machine Learning si confermeranno anche nel 2019 come temi caldissimi 
del mondo del tech.  
Non a caso i grandi colossi made in Usa come Amazon, Google, Microsoft stanno investendo in 
ƳŀƴƛŜǊŀ ƳŀǎǎƛŎŎƛŀ ƛƴ ǊƛŎŜǊŎŀ Ŝ ǎǾƛƭǳǇǇƻ Řƛ ƴǳƻǾŜ ǎƻƭǳȊƛƻƴƛ ƭŜƎŀǘŜ ŀƭƭΩ!L Ŝ ŀƭ aŀŎƘƛƴŜ [ŜŀǊƴƛƴƎΣ Ŏƻƴ 
Google che ad esempio offre corsi online di formazione in materia per diffondere conoscenza e 
costruire know how. 
{ŜŎƻƴŘƻ Ǝƭƛ ŀƴŀƭƛǎǘƛΣ ƛƭ нлмф ǎŀǊŁ ƭΩŀƴƴƻ ŘŜƭƭŜ ŀȊƛŜƴŘŜ ŀƴǎƛƻǎŜ Řƛ ǎŀƭƛǊŜ ǎǳƭ ǘǊŜƴƻ ŘŜƭƭΩ!L ǇŜǊ ǇƻǊǘŀǊŜ 
vantaggi alle rispettive industry. 
Cosa aspettarsi dal nuovo anno in termini di nuove soluzioni applicate? Quali utilizzi innovati del 
aŀŎƘƛƴŜ [ŜŀǊƴƛƴƎΚ vǳŀƭŜ ǎŀǊŁ ƭΩƛƳǇŀǘǘƻ ŘŜƭƭΩ!L ǎǳƭ ƳƻƴŘƻ ŘŜƭƭΩƛǎǘǊǳȊƛƻƴŜΚ [ΩƛƴǘŜǊŀȊƛƻƴŜ ǳƻƳƻ 
macchina evolverà ancora? Gli assistenti artificiali saranno sempre più diffusi nelle imprese? 
  
Usi innovativi del Machine Learning in diverse industry 
¶ [ΩƛƴŘǳǎǘǊƛŀ del Food and beverages ǎǘŀ ǎǇŜǊƛƳŜƴǘŀƴŘƻ ƭΩǳǎƻ Řel machine learning per 
ǇǊŜǾŜŘŜǊŜ ǉǳŀƭƛ ǇǊƻŘƻǘǘƛ ǎǘŀƴƴƻ ǇŜǊ ǘŜǊƳƛƴŀǊŜ ƛƴ ǳƴ ŘŜǘŜǊƳƛƴŀǘƻ ƭŀǎǎƻ Řƛ ǘŜƳǇƻΦ ¦ƴΩŀƴŀƭƛǎƛ 
predittiva che porta con sé grossi vantaggi quando si tratta di prodotti di largo consumo come 
latte, acqua minerale, sale, caffè essenziali per gli scaffali di ogni supermarket. 

¶ [Ω9ǎŜǊŎƛǘƻ americano sta usando il machine learning per prevedere quando mezzi da 
combattimento hanno bisogno di riparazioni o interventi di manutenzione. Si tratta di fatto di 
milioni di pezzi di equipaggiamento militare, che lΩ9ǎŜǊŎƛǘƻ ǳǎŀ ǊŜƎƻƭŀǊƳŜƴǘŜ ǘǳǘǘƛ ƛ ƎƛƻǊƴƛ ƭŀ 
cui gestione viene così monitorata da un assistente AI. Una prima sperimentazione riguarda il 
monitoraggio tramite sensori dei motori di veicoli armati della fanteria Usa. I sensori 
misureranno in tempo reale la temperatura del motore, trasmettendo direttamente ad un 
software che tramite machine learning sarà poi in grado di elaborare i dati individuando 
potenziali guasti. Dati utilizzabili per monitorare altri veicoli sottoposti alle medesime 
condizioni di utilizzo e prevenire così il rischio di un guasto. 

¶ Lo stesso tipo di sistema potrebbe ben presto essere adottato anche per le auto civili, che 
ǇǊƛƳŀ ƻ Ǉƻƛ ǎŀǊŀƴƴƻ ƛƴ ƎǊŀŘƻ Řƛ ŘŀǊŜ ƭΩŀƭƭŀǊƳŜ ǇǊƛƳŀ ŎƘŜ ƭΩŀǳǘƻ ŦƛƴƛǎŎŀ ƛƴ ǇŀƴƴŜ ǇŜǊ ǳƴ ƎǳŀǎǘƻΦ 

¶ Le industry del Life Science e ŘŜƭƭΩIŜŀƭǘƘŎŀǊŜ stanno già sperimentando progetti pilota di AI 
che consentono di prevedere, come ha già fatto Google, le possibilità di sopravvivenza o 
decesso di un paziente con il 95% di accuratezza. Incrociando i dati sulle condizioni di salute 
del paziente, i dati demografici e le variabili legate ad altri fattori è possibile indirizzare la 
prescrizione di una cura medica in tempi stretti. 

¶ Recentemente un gruppo di ricerca ha usato il machine learning per prevedere ƭΩŀƴŘŀƳŜƴǘƻ 
del mercato azionario in base a documenti pubblici sugli incassi, che incrociati con i dati di 
ōƻǊǎŀ Ƙŀƴƴƻ ŎƻƴǎŜƴǘƛǘƻ Řƛ ƎŀǊŀƴǘƛǊŜ ǳƴΩŀŎŎǳǊŀǘŜȊȊŀ ŘŜƭ сн҈ ǎǳƭƭΩŀƴŘŀƳŜƴǘƻ ŘŜƭ ƳŜǊŎŀǘƻΦ 

  
Cresce ƭΩƛƴǘŜǊŀȊƛƻƴŜ uomo-macchina 
[ŀ ŎǊŜǎŎƛǘŀ ŘŜƭƭΩ!L Ƙŀ ƳƻŘƛŦƛŎŀǘƻ ƭŀ ǇŜǊŎŜȊƛƻƴŜ ŎƘŜ ŀōbiamo delle macchine. Non soltanto semplici 
robot disegnati per svolgere funzioni elementari e di routine, ma estensioni integrali del core 
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ōǳǎƛƴŜǎǎ ŀȊƛŜƴŘŀƭŜΣ ŎŀǇŀŎƛ Řƛ ŎƻƴǘǊƛōǳƛǊŜ ŀƭ ǎǳŎŎŜǎǎƻ ŘŜƭƭΩƛƳǇǊŜǎŀΦ tŜǊ ǉǳŜǎǘƻ ƛ ǊƛŎŜǊŎŀǘƻǊƛ ǎǘŀƴƴƻ 
sviluppando nuovŜ ƳƻŘŀƭƛǘŁ ǇŜǊ ǎŦǊǳǘǘŀǊŜ ƭΩ!LΣ ŀƭƭƻ ǎŎƻǇƻ Řƛ ŦŀǊ ŎƻƳǇǊŜƴŘŜǊŜ ŀƭƭŜ ƳŀŎŎƘƛƴŜ ƭŜ ǎƻǘǘƛƭƛ 
sfumature delle interazioni umane. Quando parliamo esprimiamo molti più concetti di quanto noi 
stessi pensiamo. E se un chatbot fosse in grado di interpretare di più e più a fondo quello che 
diciamo? In questo modo il customer service potrebbe raggiungere livelli ancora inesplorati di 
soddisfazione del cliente. 
Dƭƛ ŀƴŀƭƛǎǘƛ ǇǊŜǾŜŘƻƴƻ ƴǳƻǾƛ ƛƴǘŜǊŜǎǎŀƴǘƛ ǎǾƛƭǳǇǇƛ ǇŜǊ ƭΩ!L ƴŜƭƭΩƛƴǘŜǊƻ нлмфΦ 5Ŝǘǘƻ ǉǳŜǎǘƻΣ ōŜƴ ǇǊŜǎǘƻ 
capiremo i ƭƛƳƛǘƛ ŘŜƭƭΩ!L Ŝ ǎŀǊŜƳƻ ƛƴ ƎǊŀŘƻ Řƛ ŦƛǎǎŀǊŜ ǳƴ ƭƛƳƛǘŜ ŎƘƛŀǊƻ ǎǳ ǉǳŀƴŘƻ ŝ ƴŜŎŜǎǎŀǊƛƻ 
ƭΩƛƴǘŜǊǾŜƴǘƻ ǳƳŀƴƻΦ    
  
[ΩŜǾƻƭǳȊƛƻƴŜ degli assistenti AI 
Sempre più diffuso il ricorso agli assistenti digitali per diverse funzioni. Ad esempio, lΨŀǎǎƛǎǘŜƴǘŜ 
di Google viene usato per prenotare un biglietto aereo e Alexa di Amazon per accendere e 
spegnere le luci. Ma ben presto gli assistenti digitali serviranno anche per guardare e leggere le mail, 
fare ricerche online, rispondere a messaggi e persino per pagare il conto, prenotare un taxi e 
ordinare ogni tipo di prodotto. 
Dƭƛ ŀǎǎƛǎǘŜƴǘƛ ǾƛǊǘǳŀƭƛ ŀƭƭŀǊƎƘŜǊŀƴƴƻ ƛƭ ƭƻǊƻ ǊŀƎƎƛƻ ŘΩŀȊƛƻƴŜ ŦǳǊƛ Řŀ Ŏŀǎŀ Ŝ ǳŦŦƛŎƛƻΦ !ƭŎǳƴŜ ŎŀǎŜ 
automobilistiche come Mercedes e Bmw stanno già lanciando assistenti virtuali in macchina. 
vǳŜǎǘΩŀƴƴƻ ƴǳove applicazioni di AI saranno sperimentate nel mondo della ricerca di talenti, nel 
ōŀƴƪƛƴƎΣ CƛƴŀƴȊŀΣ ŎƻƴǘŀōƛƭƛǘŁ Ŝ ƴŜƭ ƳƻƴŘƻ ŘŜƭƭΩƛƴǎŜƎƴŀƳŜƴǘƻΦ     
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ҩ ɆɲʣɿʦʻǁɴʻɆ ʣʦȇˢɆʮɆɿɴɆ ʮˋɠɠחÌɴʻȇɠɠɆȺȇɴ́ǁ !ʦʻɆȷɆǸɆǁɠȇ 
per il 2019  
 

Dal ruolo ƎŜƻǇƻƭƛǘƛŎƻ ǎŜƳǇǊŜ ǇƛǴ ŎŜƴǘǊŀƭŜ ŘŜƭƭΩ!L ŀƭƭŜ ƴǳƻǾŜ ŀǇǇƭƛŎŀȊƛƻƴƛ ŘŜƭ aŀŎƘƛƴŜ 
Learning, passando per la crescente diffusione degli assistenti virtuali nelle nostre vite. 

 
[ΩƛƴǘŜǊŜǎǎŜ ǇŜǊ ƭŜ ƴǳƻǾŜ ƻǇǇƻǊǘǳƴƛǘŁ ŘŜǊƛǾŀƴǘƛ ŘŀƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ !ǊǘƛŦƛŎƛŀƭŜ ƴƻƴ ŀŎŎŜƴƴa a diminuire e 
ŀƴŎƘŜ ƴŜƭ нлмф ǘŜǊǊŁ ōŀƴŎƻΣ ƛƴ ŀǘǘŜǎŀ Řƛ ŎŀǇƛǊŜ ǎŜ ƭΩǳǘƻǇƛŀ ŘŜƭƭŀ ƳŀŎŎƘƛƴŀ ŎƘŜ ǎƻǎǘƛǘǳƛǎŎŜ ƭΩǳƻƳƻ ƛƴ 
tutto e per tutto si realizzerà davvero e in che termini. Nel frattempo, cinque trend che possiamo 
ŀǎǇŜǘǘŀǊŎƛ ƴŜƭƭΩŀƴƴƻ ŎƘŜ ǾŜǊǊŁ ǎŜŎƻƴŘƻ ǳƴΩŀƴŀƭƛǎƛ Řƛ Bernard Marr, autore di best seller e consigliere 
strategico di governi e imprese, pubblicata su Forbes. 
  
1. [Ω!L sempre più materia di politica internazionale 
Lƭ нлму ŝ ǎǘŀǘƻ ƭΩŀƴƴƻ ƛƴ Ŏǳƛ ƭŜ ƳŀƎƎƛƻǊƛ ǇƻǘŜƴȊŜ ƳƻƴŘƛŀƭƛΣ ¦ǎŀ Ŝ /ƛƴŀΣ Ƙŀƴƴƻ alzato muri sempre più 
alti per difendere i loro interessi commerciali. E proprio Usa e Cina sono anche le superpotenze 
Ǝƭƻōŀƭƛ ŘŜƭƭΩ!LΦ 
5ƛ ŦǊƻƴǘŜ ŀƭƭŜ ŎƘƛǳǎǳǊŜ ǇǊƻǘŜȊƛƻƴƛǎǘƛŎƘŜ ŘŜƎƭƛ ¦ǎŀ ǎǳƭƭΩŜȄǇƻǊǘ Řƛ ōŜƴƛ Ŝ ǎŜǊǾƛȊƛ ǳǘƛƭƛȊȊŀǘƛ ǇŜǊ ƭŀ ŎǊŜŀȊƛƻƴŜ 
di nuove soluzioni AI, la Cina ha aumentato gli sforzi per diventare autosufficiente in materia di 
ricerca e sviluppo tecnologico. 
IǳŀǿŜƛ Ƙŀ ŀƴƴǳƴŎƛŀǘƻ Ǉƛŀƴƛ ǇŜǊ ƭƻ ǎǾƛƭǳǇǇƻ Řƛ ŎƘƛǇ Řƛ ǇǊƻŘǳȊƛƻƴŜ ǇǊƻǇǊƛŀ ǇŜǊ ƭΩ!LΣ ǊƛŘǳŎŜƴŘƻ ƭŀ 
necessità di ricorrere a tecnologie americane (Intel e Nvidia) per sostenere la crescita 
ŘŜƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ !ǊǘƛŦƛŎƛŀƭŜ ƴŀȊƛƻƴŀƭŜΦ 
Nel contempo, Google ha dovuto affrontare critiche pubbliche per la sua volontà di lavorare con le 
tech company cinesi (molte delle quali legate al Governo di Pechino) mentre nel contempo faceva 
un passo indietro in patria da accordi di collaborazione stipulati con agenzie governative americane 
per timore che le sue tecnologie potessero essere in qualche modo άƳƛƭƛǘŀǊƛȊȊŀǘŜέ. 
Due i rischi potenziali in questo contestoΣ ǎŜŎƻƴŘƻ aŀǊǊΦ 5ŀ ǳƴ ƭŀǘƻΣ ŎƘŜ ƭΩ!L ŘƛǾŜƴǘƛ ǳƴŀ ǘŜŎƴƻƭƻƎƛŀ 
progressivamente adottata da regimi autoritari per restringere libertà fondamentali come quella di 
ŜǎǇǊŜǎǎƛƻƴŜΣ ƭŀ ǇǊƛǾŀŎȅ Ŝ ƭŀ ƭƛōŜǊǘŁ Řƛ ǇŀǊƻƭŀΦ 5ŀƭƭΩŀƭǘǊƻΣ ƛƭ ǇŜǊƛŎƻƭƻ ŎƘŜ ǉǳŜǎǘŜ ǘŜƴǎƛƻƴƛ Řƛ Ŏŀrattere 
ƎŜƻǇƻƭƛǘƛŎƻ Ǉƻǎǎŀƴƻ ƳƛƴŀǊŜ ƛƭ ƭŜƎŀƳŜ Řƛ ŦƛŘǳŎƛŀ ŦǊŀ ƳƻƴŘƻ ŘŜƭƭΩǳƴƛǾŜǊǎƛǘŁ Ŝ ŘŜƭƭŀ ǊƛŎŜǊŎŀ Ŝ ƛƴŘǳǎǘǊƛŀ 
ŀ ƭƛǾŜƭƭƻ ƎƭƻōŀƭŜΦ !ƭȊŀǊŜ ƳǳǊƛ ƴŀȊƛƻƴŀƭƛ ƛƴǘƻǊƴƻ ŀƭƭƻ ǎǾƛƭǳǇǇƻ ŘŜƭƭΩ!L ǊƛǎŎƘƛŀ Řƛ ǊŀƭƭŜƴǘŀǊŜ ƭƻ ǎǾƛƭǳǇǇƻ Řƛ 
ǎǘŀƴŘŀǊŘ ŎƻƳǳƴƛ ǇŜǊ ǊŜƎƻƭŀǊŜ ƭΩǳǎƻ ŘŜƭƭΩ!L Ƴŀ ŀƴŎƘŜ ŘŜƛ ŘŀǘƛΣ ŎƘŜ ǇƻǘǊŜōōŜǊƻ ŀǳƳŜƴǘŀǊŜ Řƛ Ƴƻƭǘƻ 
ƭΩǳǘƛƭƛǘŁ ŘŜƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ !ǊǘƛŦƛŎƛŀƭŜΦ 
  
2. Spostamento verso un ά!L ǘǊŀǎǇŀǊŜƴǘŜέ 
{ǳǇŜǊŀǊŜ ƛƭ ŎƻƴŎŜǘǘƻ ŘŜƭƭŀ άǎŎŀǘƻƭŀ ƴŜǊŀέ ŎƘŜ ƴŀǎŎƻƴŘŜ ƭΩǳǘƛƭƛȊȊƻ ŎƘŜ ǎƛ Ŧŀ ŘŜƛ ƴƻǎǘǊƛ ŘŀǘƛΦ {ŀǊŁ ǉǳŜǎǘƻ 
uno dei prinŎƛǇŀƭƛ ƻōƛŜǘǘƛǾƛ ǇŜǊ ƛƭ ǎǳŎŎŜǎǎƻ ŘŜƭƭΩ!LΣ ŎƘŜ Ƙŀ ōƛǎƻƎƴƻ Řƛ ƎǳŀŘŀƎƴŀǊǎƛ ƭŀ ŦƛŘǳŎƛŀ 
ŘŜƭƭΩƻǇƛƴƛƻƴŜ ǇǳōōƭƛŎŀΦ 
¦ƴ ǇǊƻŎŜǎǎƻΣ ǉǳŜƭƭƻ ŘŜƭƭŀ ǘǊŀǎǇŀǊŜƴȊŀ ŘŜƭƭΩŀƭƎƻǊƛǘƳƻΣ ŎƘŜ ǎŀǊŜōōŜ ƛƴŘǳōōƛŀƳŜƴǘŜ ǾŀƴǘŀƎƎƛƻǎƻ 
anche per le aziende, soprattutto dal punto di vista etico. 
La strada giusta, secondo Marr, è quella indicata dal GDPR, che offre ai cittadini una certa protezione 
nei confronti di decisioni άŎƻƴ valenza legale e non ǎƻƭƻέ adottate in autonomia da macchine, che 
hanno un impatto sulle loro vite. 
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3. AI e automazione sempre più presenti nel business 
bǳƻǾƛ ǇǊƻƎŜǘǘƛ ŎƘŜ ŎƻƛƴǾƻƭƎƻƴƻ ƭΩ!L ǎƻƴƻ ƛƴ ǊŀƳǇŀ Řƛ ƭŀƴŎƛƻ ŀ ƭƛǾŜƭƭƻ ƎƭƻōŀƭŜ ƛƴ ŘƛǾŜǊǎƛ ŀƳōƛǘƛΣ Řŀ 
quello finanziario a quello commerciale. Enormi masse di dati vengono passate al setaccio da sistemi 
di Machine Learning per prevedere i nostri comportamenti di acquisto o processare migliaia di 
transazioni al secondo. 
vǳŜǎǘΩŀƴƴƻΣ ǉǳƛƴŘƛΣ ƭŀ ŘƛŦŦǳǎƛƻƴŜ ŎǊŜǎŎŜƴǘŜ Řƛ ǎƛǎǘŜƳƛ !L ŜƴǘǊŜǊŁΣ ŀŘ ŜǎŜƳǇƛƻΣ ƴŜƭ ǎŜǘǘƻǊŜ ŘŜƭƭŜ 
ǊƛǎƻǊǎŜ ǳƳŀƴŜ ƻ ƴŜƭƭΩƻǘǘƛƳƛȊȊŀȊƛƻƴŜ ŘŜƭƭŜ ǎǳǇǇƭȅ ŎƘain, dove decisioni su logistica di prodotto e 
assunzione di personale saranno sempre più automatizzate. 
vǳŜǎǘƛƻƴƛ ƭŜƎŀƭƛ Ŝ Řƛ ŎƻƳǇƭƛŀƴŎŜ ǎŀǊŀƴƴƻ ǎŜƳǇǊŜ ǇƛǴ ŀǇǇŀƴƴŀƎƎƛƻ ŘŜƭƭΩŀƭƎƻǊƛǘƳƻ Ŝ ƭŀ ŦƻǊƳǳƭŀ ŘŜƭƭΩ!L 
as-a-ǎŜǊǾƛŎŜ ŀǇǊƛǊŁ ƭŜ ǇƻǊǘŜ ŘŜƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ !Ǌǘƛficiale anche alle imprese più piccole. 
Nasceranno database sempre più ampi, la tendenza alla άƎƻƻƎƭƛŦƛŎŀȊƛƻƴŜέ del business si estenderà 
in diversi settori dove la raccolta dati è vista come fonte di business potenziale. 
  
4. Saranno più i lavori creati che quelli persi 
Secondo stime di GartnerΣ ŀ ŦƛƴŜ нлмф ǎŀǊŀƴƴƻ Řƛ ǇƛǴ ƛ Ǉƻǎǘƛ Řƛ ƭŀǾƻǊƻ ŎǊŜŀǘƛ ŘŀƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ 
Artificiale di quelli che spariranno a causa sua. Secondo la società di analisi, a fronte di 1,8 milioni di 
Ǉƻǎǘƛ ǇŜǊǎƛ ǎǳƭƭΩŀƭǘŀǊŜ ŘŜƭƭΩŀǳǘƻƳŀȊƛƻƴe ς le maggiori conseguenze si avranno nel manufacturing ς 
saranno creati 2,3 milioni di nuovi posti. 
Il settore finanziario potrebbe essere quello più duramente colpito, con il rischio di una perdita del 
30% della forza lavoro secondo stime di Vikram Pandit  ex Ceo di Citigroup. A pesare soprattutto 
ƭΩŀǳǘƻƳŀȊƛƻƴŜ Řƛ ƎǊŀƴ ǇŀǊǘŜ ŘŜƭƭŜ Ƴŀƴǎƛƻƴƛ Řƛ ōŀŎƪ ƻŦŦƛŎŜ ŦƛƴŀƴȊƛŀǊƛƻΦ 
  
5. Gli assistenti virtuali diventeranno davvero utili  
[ŀ ǇǊŜǎŜƴȊŀ ŘŜƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ !ǊǘƛŦƛŎƛŀƭŜ ƴŜƭƭŜ ƴƻǎǘǊŜ ǾƛǘŜ ŝ ǎŜƳǇǊŜ ǇƛǴ άƴƻǊƳŀƭŜέ tanto che la gente 
non ci pensa due volte a fare una ricerca su Google, a fare acquisti su Amazon o a vedere un film 
su Netflix, pur sapendo che sistemi predittivi di AI sono tutto il tempo al lavoro per consentire 
queste transazioni. 
Crescerà poi nel 2019 il ricorso ad assistenti virtuali, come Alexa di Amazon e il Google Assistant, 
che serviranno per gestire i nostri appuntamenti, programmare un viaggio o ordinare la pizza. Questi 
assistenti diventeranno sempre più intelligenti e capaci di prevedere i nostri comportamenti e le 
nostre abitudini. Le conversazioni che intratteniamo con gli assistenti virtuali di casa diventeranno 
sempre più fluide e naturali. 
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Come guadagn eranno  le tech company 
ǿǁɠɠחÌɴʻȇɠɠɆȺȇɴ́ǁ !ʦʻɆȷɆǸɆǁɠȇ֦ 
 

9ŎŎƻ Ŏƻǎŀ Ŧŀƴƴƻ !ƳŀȊƻƴΣ DƻƻƎƭŜΣ aƛŎǊƻǎƻŦǘ Ŝ bǾƛŘƛŀ ǇŜǊ ƳƻƴŜǘƛȊȊŀǊŜ ŘŀƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ 
Artificiale. 

 
Secondo stime di PwCΣ ƭΩLƴǘŜƭƭƛƎŜƴȊŀ !ǊǘƛŦƛŎƛŀƭŜ ŎƻƴǘǊƛōǳƛǊŁ ǇŜǊ мрΣт ǘǊƛƭƛƻƴƛ Řƛ ŘƻƭƭŀǊƛ ŀƭ tƛƭ mondiale 
entro il 2030, cambiando alla radice il nostro modo di usare i mezzi di trasporto e persino il nostro 
ƳƻŘƻ Řƛ ƭŀǾƻǊŀǊŜΦ aŀ ǇŜǊ ŎŀǇƛǊŜ ƳŜƎƭƛƻ ŎƻƳŜ ƭŜ ŀȊƛŜƴŘŜ ƎƛŁ ǎŦǊǳǘǘŀƴƻ ƭΩ!L ǇŜǊ ŦŀǊŜ ǎƻƭŘƛΣ ŜŎŎƻ Ŏƻǎŀ 
fanno Amazon, Google, Microsoft e Nvidia. 
  
Smart speakers 
Gli smart speakers vengono sfruttati da Google per raccogliere sempre più dati dagli utenti, dati da 
usare per accrescere il suo core business, vale a dire la pubblicità. 
Come funziona? Gli smart speaker di Google Home rispondono allo stesso tipo di domande che 
digitiamo sul motore di ricerca online, ma a raccogliere le nostre richieste è Google Assistant. Le 
ricerche vocali stanno diventando una fetta importante di tutte le ricerche, e Google è consapevole 
del fatto che controllare questa transizione contribuirà a mantenere il suo predominio 
ƴŜƭƭΩŀŘǾŜǊǘƛǎƛƴƎΦ !ƭƭŀ ŦƛƴŜ ŘŜƭ нлмсΣ DƻƻƎƭŜ ŎƻƴǘǊƻƭƭŀǾŀ ƭΩуΣт҈ ŘŜƭ ƳŜǊŎŀǘƻ ŘŜƎƭƛ ǎƳŀǊǘ ǎǇŜŀƪŜǊΣ ŎƘŜ 
oggi è salito al 22,7%. In questo modo Google presidia il mercato pubblicitario americano, che nel 
2018 ha raggiunto un valore di 107 miliardi di dollari. 
Dal canto suo Amazon utilizza il suo smart speaker Echo per gestire le vendite in eCommerce. Per 
ŜǎŜƳǇƛƻΣ ƛ ǇǊƻǇǊƛŜǘŀǊƛ ŘŜƭƭΩ9ŎƘƻ ǎǇŜŀƪŜǊ ŀŎǉǳƛǎǘŀƴƻ Řŀƭ ǎƛǘƻ Řƛ !ƳŀȊƻƴ ǇǊƻŘƻǘǘƛ ǇŜǊ ǳƴ ǾŀƭƻǊŜ Řƛ плл 
dollarƛ ƛƴ ǇƛǴ ŀƭƭΩŀƴƴƻ ǊƛǎǇŜǘǘƻ ŀƭƭΩǳǘŜƴǘŜ ƳŜŘƛƻ Amazon Prime. 
AlexaΣ ƭΩŀǎǎƛǎǘŜƴǘŜ !L Řƛ !ƳŀȊƻƴΣ ǎŜƳǇƭƛŦƛŎŀ ƭŜ ƻǇŜǊŀȊƛƻƴƛ Řƛ ǊƛƻǊŘƛƴƻ Řƛ ǇǊƻŘƻǘǘƛ ƎƛŁ ŀŎǉǳƛǎǘŀǘƛ ƛƴ 
passato per gli utenti e consente di aggiungere al volo un prodotto nella lista con un semplice 
comando vocale. Secondo stime di RBC CapitalΣ Ǝƭƛ ǎƳŀǊǘ ǎǇŜŀƪŜǊ ŘŜƭƭΩŀȊƛŜƴŘŀ Ŏƻƴ !ƭŜȄŀ ƛƴŎƻǊǇƻǊŀǘŀ 
potrebbero aggiungere 10 miliardi di dollari alle vendite di Amazon entro il 2020. 
  
AI e Cloud 
[Ω!L ǎǘŀ ƎƛŁ ǘǊŀǎŦƻǊƳŀƴŘƻ ƛƭ ƳƻŘƻ ƛƴ Ŏǳƛ ƭŜ ŀȊƛŜƴŘŜ ƎŜǎǘƛǎŎƻƴƻ i dati e gran parte del processo avviene 
nel cloud. Per esempio, Microsoft offre servizi cognitivi agli sviluppatori e alle aziende che usano la 
piattaforma AzureΦ 5ŀƭƭΩŀƴŀƭƛǎƛ ŘŜƛ Řŀǘƛ ŀƭ ǊƛŎƻƴƻǎŎƛƳŜƴǘƻ ŘŜƭƭŜ ƛƳƳŀƎƛƴƛΣ ŀƭ ǇǊƻŎŜǎǎŀƳŜƴǘƻ ŘŜƭ 
linguaggio passando per soluzioni di Machine Learning: tutto contribuisce ad accrescere il business 
Řƛ aƛŎǊƻǎƻŦǘ ǎǳƭ ŎƭƻǳŘΣ Ǿƛǎǘƻ ŎƘŜ ƭΩŀȊƛŜƴŘŀ Řƛ Bill Gates è, tramite Azure, il secondo fornitore globale 
di servizi cloud alle spalle di Amazon, ben posizionata per accaparrarsi una grossa fetta del mercato 
del Cloud pubblico negli Usa che vale 302 miliardi di dollari. 
Amazon, per contro, ha già messo a punto le sue soluzioni cloud (Amazon Web Services) di AI e 
machine learning già usate per la diagnosi precoce di tumori. Amazon Web Services detiene oggi 
circa il 30% del mercato Public Cloud negli Usa. 
{ǳƭ ŦǊƻƴǘŜ ŘŜƛ ŎƘƛǇΣ bǾƛŘƛŀ ǇǊƻŘǳŎŜ ǉǳŜƭƭƛ ƴŜŎŜǎǎŀǊƛ ŀƭ ŦǳƴȊƛƻƴŀƳŜƴǘƻ ŘŜƭƭΩƘŀǊŘǿŀǊŜ Řƛ !ƳŀȊƻƴ Ŝ 
aƛŎǊƻǎƻŦǘ ǇŜǊ ƭΩ!L Ŝ ƛ ǎŜǊǾƛȊƛ ŎƭƻǳŘ ŎƻǊǊŜƭŀǘƛΦ !ƴŎƘŜ CŀŎŜōƻƻƪ Ŝ DƻƻƎƭŜΣ Ŏƻƴ Ƴƻƭǘƛ ŀƭǘǊƛ ǇƭŀȅŜǊΣ ǳǎŀƴƻ 
ƛ ŎƘƛǇ ǇŜǊ ƭΩ!L Řƛ bǾƛŘƛŀΣ ǎŜŎƻƴŘƻ Ŏǳƛ ƭŀ ŘƻƳŀƴŘŀ Řƛ processori in ambito cloud e AI continuerà a 
crescere per raggiungere un mercato destinato ai data center pari a 50 miliardi nel 2023. 
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AI e auto senza conducente 
LƴŦƛƴŜΣ ƭΩLƴǘŜƭƭƛƎŜƴȊŀ !ǊǘƛŦƛŎƛŀƭŜ ŎƻƴǎŜƴǘŜ ŀƭƭŜ ŀǳǘƻ Řƛ ƛƳǇŀǊŀǊŜ ŎƻƳŜ ƎǳƛŘŀǊŜ Řŀ ǎƻƭŜΣ ǳƴ ōǳǎƛness che 
ǇƻǘǊŜōōŜ ƎŜƴŜǊŀǊŜ ǳƴ ƎƛǊƻ ŘΩŀŦŦŀǊƛ Řƛ т ǘǊƛƭƛƻƴƛ Řƛ ŘƻƭƭŀǊƛ ƴŜƛ ǇǊƻǎǎƛƳƛ ол ŀƴƴƛΦ [ΩǳƭǘƛƳŀ ƛƴƛȊƛŀǘƛǾŀ ŝ 
quella di Alphabet, con il lancio di Waymo ŎƘŜ ŀ ōƻǊŘƻ ǇƻǊǘŀ Ŏƻƴ ǎŞ ƛƴŎƻǊǇƻǊŀǘŀ ƭΩ!LΦ 
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3. CHINA TREND  
 

Lƭ нлму ŝ ǎǘŀǘƻ ƭΩŀƴƴƻ ŘŜƛ ǘŜǎǘ ǎǳ ŀƭŎǳƴƛ ŀǎǎŜǘ ǘŜŎƴƻƭƻƎƛŎƛ, sui quali la Cina sta 
investendo da tempo e che vedranno la loro effettiva applicazione nel 2019. Il 5G in 
particolare è realtà in alcune aree, anche se come sappiamo già si parla di connessione 
6G e addirittura 7G. La Cina vuole quindi imporsi sempre di più come leader nel 
settore tecnologico e delle grandi trasformazioni digitali, competendo maggiormente 
ƛƴ ǇǊƛƳƻ ƭǳƻƎƻ Ŏƻƴ Ǝƭƛ {ǘŀǘƛ ¦ƴƛǘƛΦ [ΩƛƴǘŜƭƭƛƎŜƴȊŀ ŀǊǘƛŦƛŎƛŀƭŜ ƛƴǾŜŎŜ ŜǾƛŘŜƴȊƛŀ ŎƻƳŜ ƛƭ 
Paese rosso stia puntando molto sullo sviluppo di questo campo con investimenti 
massivi in ricerca e sviluppo, parole chiave valide anche per tutto il 2019. 
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La Cina guarda oltre il 5G  e va verso il 6G (già si 
parla del 7G ) 
 

Alcuni ingegneri cinesi sostengono che la diffusione della rete 5G non sarà in grado di 
coprire le profondità di mari e oceani. Invece la la rete 6G promette proprio la 
copertura subacquea. 

 
Anche se ancora non è possibile trovare sul mercato telefoni 5G, in Cina già si parla di 6G. 
Su XinΣ ŎŀǇƻ ŘŜƭ ƎǊǳǇǇƻ Řƛ ƭŀǾƻǊƻ ǎǳƭƭŀ ǘŜŎƴƻƭƻƎƛŀ рD ŀƭ aƛƴƛǎǘŜǊƻ ŘŜƭƭΩLƴŘǳǎǘǊƛŀ Ŝ ŘŜƭƭΩLƴŦƻǊƳŀǘƛƻƴ 
Technology cinese, rivela che la Cina ha iniziato a fare ricerca sul 6G già dal 2018. Il Paese è uno dei 
primi al mondo a farlo. 
Questo attesta il fatto che la Cina voglia imporsi sempre di più come leader nel settore tecnologico 
e delle grandi trasformazioni digitali. 
Lo sviluppo effettivo della rete 6G avverrà nel 2020, con applicazione nel 2030, ma intanto si iniziano 
a fare le prime ricerche proprio come sta avvenendo in Finlandia con il varo del programma 
6genesis. 
 
Ma cosa cambierà dal così tanto atteso 5G al 6G? Per prima cosa la velocità, 1TB al secondo per 
scaricare dati. Inoltre, sarà una rete ancora più capillare che raggiungerà aree che il 5G ancora non 
è in grado di coprire. 
Alcuni ingegneri cinesi sostengono infatti che la diffusione della rete 5G non sarà in grado di coprire 
le profondità di mari e oceani. Cosa che la rete 6G invece si prospetta di fare è proprio la copertura 
subacquea. 
Ci sono esperti però che ritengono sia ancora troppo presto per parlare di sviluppo di rete 6G, non 
essendo ancora iniziata la diffusione della 5G. 
Quello che però vale la pena sottolineare è che il Paese di mezzo sta investendo realmente e 
consistentemente nella tecnologia. Dal 2015, secondo Deloitte, la Cina ha speso più degli Stati Uniti 
nelle infrastrutture di comunicazione wireless per circa 24 miliardi di dollari. 
 
¢ǳǘǘƻ ǉǳŜǎǘƻ ŘƻǾŜ ǘǊƻǾŀ ƭŀ ǎǳŀ ŀǇǇƭƛŎŀȊƛƻƴŜ ŀƭƭΩƛƴǘŜǊƴo del Paese? Sicuramente renderà sempre più 
forti e competitive aziende cardine come ZTE, Huawei e Tencent che attuano una continua ricerca 
e sviluppo. 
A livello statale invece queste moderne tecnologie porteranno lo Stato ad avere un controllo più 
ŦƻǊǘŜ Ŝ ŘŜǘǘŀƎƭƛŀǘƻ ǎǳƛ ŎƛǘǘŀŘƛƴƛ Ŏƻƴ ƭΩǳǘƛƭƛȊȊƻ ŘŜƭƭŜ ǘŜƭŜŎŀƳŜǊŜ Řƛ ǎƻǊǾŜƎƭƛŀƴȊŀ Ŏƻƴ ǊƛŎƻƴƻǎŎƛƳŜƴǘƻ 
facciale. Queste telecamere già ad oggi sono collegate con la polizia e nel 2019 verrà rafforzato 
il Social ranking system, dove i cittadini vengono premiati o puniti in base alle loro azioni, controllate 
attraverso questi vigili digitali. 
 
bŜƭƭŀ ƳŜǘŁ Řƛ ƴƻǾŜƳōǊŜ Řƛ ǉǳŜǎǘΩŀƴƴƻ ƛƭ /ƘƛŜŦ !ǊŎƘƛǘŜŎǘ Řƛ ǊŜǘŜ Neil McRae della British Telecom 
(BT), in un forum di settore argomentava sulla prospettiva della rete 6G anche di quella di settima 
generazione, il 7G. 
Per McRae, se il 6G sarà un potenziamento del 5G con la rete satellitare, la rete 7G sarà suddivisa in 
άтD ōŀǎŜέ Ŝ тΦрDΣ ƛƴ Ŏǳƛ ƭŀ ǾŜǊǎƛƻƴŜ ōŀǎŜ ǎŀǊŁ ǎƻǎǘŀƴȊƛŀƭƳŜƴǘŜ сD Ҍ ƭƻ ǎǇŀȊƛƻ Řƛ ǊƻŀƳƛƴƎ ŘŜƭƭŀ ǊŜǘŜ 
satellitare. 
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LƴƻƭǘǊŜΣ ǎŜŎƻƴŘƻ ƭΩŀƴŀƭƛǎƛ Řƛ bŜƛƭ aŎwŀŜΣ ƭŀ ǊŜǘŜ рDΣ Ŝ ŀƴŎƻǊ ǇƛǴ ƛƭ сDΣ ǎŀǊŁ ƛƴǘŜƎǊŀǘŀ Ŏƻƴ ƭŀ ǊŜǘŜ 
satellitare, per esempio la rete di navigazione satellitare, che ad oggi conta tre diversi sistemi globali 
di rete di navigazione, GPS degli Stati Uniti, Beidou (Compass) della Cina, GLONASS russo, porterà 
al 6G questa grande sfida di come far interagire e come muoversi tra i diversi sistemi satellitari, che 
ǎŀǊŁ ǳƴŀ ǎŦƛŘŀ Řŀ ǊƛǎƻƭǾŜǊŜ ǇǊƻǇǊƛƻ ƴŜƭƭΩŜǊŀ ŘŜƭ тDΦ 
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Intelligenza Artificiale  in Cina, dove arriverà?  
 

Secondo i dati del China Internet Network Information Center, a giugno 2018 oltre un 

quarto delle 2000 compagnie di intelligenza artificiale del mondo si trovano in Cina, 

con un numero di brevetti, 15.700, che la pone al secondo posto dopo gli Stati Uniti. 

Dƭƛ ¦{! ǘŜƳƻƴƻ Řƛ ǇŜǊŘŜǊŜ ƭΩŜƎŜƳƻƴƛŀ ǘŜŎƴƻƭƻƎƛŎŀ ǎƻǇǊŀǘǘǳǘǘƻ ƴŜƭƭΩL!Σ Ŝ ǎǘŀƴƴƻ 

facendo azioni, velate e non, per impedire che questo accada. 

 
[ΩƛƴǘŜƭƭƛƎŜƴȊŀ ŀǊǘƛŦƛŎƛŀƭŜ ŝ ƻǊƳŀƛ ŀǊƎƻƳŜƴǘƻ Řƛ Řƛōŀǘǘƛǘƻ ƎƛŁ da tempo. La Cina in particolare sta 
puntando molto sullo sviluppo di questo campo con investimenti massivi in ricerca e sviluppo. 
Per iniziare, il Governo cinese programma di costruire un centro ricerche da circa 2,1 miliardi di 
dollari per lo ǎǾƛƭǳǇǇƻ ŘŜƭƭΩƛƴǘŜƭƭƛƎŜƴȊŀ ŀǊǘƛŦƛŎƛŀƭŜΦ Lƭ ŎŜƴǘǊƻ ǎŀǊŁ ŎƻǎǘǊǳƛǘƻ ŀ ƻǾŜǎǘ Řƛ tŜŎƘƛƴƻ ƛƴ ǳƴ 
quartiere di periferia e coprirà circa 55 ettari. Saranno ospitate oltre 400 imprese e si prevede che 
ŎǊŜŜǊŁ ǳƴ ǾŀƭƻǊŜ Řƛ ǇǊƻŘǳȊƛƻƴŜ Řƛ рл ƳƛƭƛŀǊŘƛ Řƛ ȅǳŀƴ ŀƭƭΩŀƴƴƻΦ 
Secondo i dati del China Internet Network Information Center, a giugno 2018 oltre un quarto delle 
2000 compagnie di intelligenza artificiale del mondo si trovano in Cina, con un numero di brevetti, 
15.700, che la pone al secondo posto dopo gli Stati Uniti. Dƭƛ ¦{! ǘŜƳƻƴƻ Řƛ ǇŜǊŘŜǊŜ ƭΩŜƎŜƳƻƴƛŀ 
ǘŜŎƴƻƭƻƎƛŎŀ ǎƻǇǊŀǘǘǳǘǘƻ ƴŜƭƭΩL!Σ Ŝ ǎǘŀƴƴƻ ŦŀŎŜƴŘƻ ŀȊƛƻƴƛΣ ǾŜƭŀǘŜ Ŝ ƴƻƴΣ ǇŜǊ ƛƳǇŜŘƛǊŜ ŎƘŜ ǉǳŜǎǘƻ 
accada. 
 
Per capire dove andrà la Cina nel 2019, riportiamo degli esempi. 
Il primo riguarda la videosorveglianza. 
Sense Time ŝ ƭŀ ǇƛǴ ƛƳǇƻǊǘŀƴǘŜ ǎǘŀǊǘǳǇ ŎƛƴŜǎŜ ŘŜƭƭΩƛƴǘŜƭƭƛƎŜƴȊŀ ŀǊǘƛŦƛŎƛŀƭŜ ǎǇŜŎƛŀƭƛȊȊŀǘŀ ƴŜƭƭŜ 
tecnologie per il riconoscimento facciale. Ha ricevuto altri 620 milioni di dollari di finanziamenti da 
investitori internazionali (tra cui aƴŎƘŜ ǳƴΩǳƴƛǘŁ ŘŜƭ ƎƛƎŀƴǘŜ ¦ǎŀ ŘŜƛ ǎŜƳƛŎƻƴŘǳǘǘƻǊƛ Qualcomm, oltre 
ŎƘŜ ŀƭ ƎƛƎŀƴǘŜ ŘŜƭƭΩŜ-commerce Alibaba) e così arriva ad avere un valore di circa 4,5 miliardi di 
ŘƻƭƭŀǊƛΣ ŀǊǊƛǾŀƴŘƻ ŀŘ ŜǎǎŜǊŜ ƭŀ ǎǘŀǊǘǳǇ ǎǳƭƭΩƛƴǘŜƭƭƛƎŜƴȊŀ ŀǊǘƛŦƛŎƛŀƭŜ Ŏƻƴ ƭŀ ǾŀƭǳǘŀȊƛƻƴŜ ǇƛǴ alta a livello 
mondiale. 
Uno dei più grandi clienti su questo progetto è proprio il governo cinese, che ha così accesso al 
riconoscimento facciale per identificare e controllare i suoi cittadini. Sense Time in aggiunta esprime 
al meglio il volere del goverƴƻ ŎƛƴŜǎŜΣ Ŏƛƻŝ ǉǳŜƭƭƻ Řƛ ŦŀǊ ŘƛǾŜƴǘŀǊŜ ƭΩ!L ǳƴΩƛƴŘǳǎǘǊƛŀ Řŀ мрл ƳƛƭƛŀǊŘƛ Řƛ 
dollari entro il 2030. Infatti, la maggior parte delle telecamere installate nelle città o negozi sono di 
sua produzione, così come in molte app. 
 
Il vantaggio della Cina su questi strumenti rispetto al mondo occidentale? 
Le leggi e la possibilità di essere a stretto contatto con il governo per poter attuare un programma 
di sorveglianza globale. I dati di milioni di cinesi sono accessibili e utilizzabili per far funzionare bene 
ƭΩ!I che ha bisogno di molti numeri. E lo stato come obiettivo dichiarato parla di rafforzamento della 
sicurezza. 
Alla luce di tutto questo, vediamo come il Continente rosso stia andando verso una modernizzazione 
sempre più accentuata che coinvolge molti protagonisti, Stato, aziende, fondi di investimento, 
cittadini. Dopotutto, se non è questo seguire le decisioni e i programmi del Partito. 
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Lƭ ǎŜŎƻƴŘƻ ŜǎŜƳǇƛƻ ǾŜŘŜ ƛƴǾŜŎŜ ƭΩŀǇǇƭƛŎŀȊƛƻƴŜ ŘŜƭƭΩ!L ŀƴŎƻǊŀ ǇƛǴ ǊŜŀƭŜ Ŝ ŀǘǘǊŀǘǘƛǾŀΦ 
Il video diffuso da Xinhua che mostra come un giornalista sia facilmente sostituibile da un avatar 
ǎǾƛƭǳǇǇŀǘƻ Ŏƻƴ ƭΩƛƴǘŜƭƭƛƎŜƴȊŀ ŀǊǘƛŦƛŎƛŀƭŜΣ Ŧŀ ǇŜƴǎŀǊŜΦ 
Sicuramente non si deve aver paura che sostituirà le figure di giornalisti veri ed umani almeno per i 
primi tempi, ma probabilmente sarà un buon sostituto in tutti i lavori meccanici che si svolgono 
giornalmente. 
 
Un altro caso riguarda la municipalità di Shanghai che punta a diventare una smart city e sta 
attivando diversi progetti per il 2019 che la porteranno in questa direzione. 
A gennaio a Shanghai inizieranno a circolare i double-deck AI bus che offriranno tour turistici per la 
ŎƛǘǘŁΦ /ƛ ǎŀǊŀƴƴƻ ǘǊŀŘǳȊƛƻƴƛ ǇŜǊǎƻƴŀƭƛȊȊŀǘŜ ƛƴ ƳƻƭǘŜ ƭƛƴƎǳŜΣ ōƛƎƭƛŜǘǘƻ ŜƭŜǘǘǊƻƴƛŎƻ ǇŜǊ ƭΩŀŎŎŜǎǎƻΣ ǎƛ 
potranno anche porre domande, dato che la guida virtuale è programmata per dare risposte 
sulƭΩŀǊƎƻƳŜƴǘƻΦ 
 
{ǾƛƭǳǇǇƻ Ŝ ǊƛŎŜǊŎŀ ǎƻƴƻ ǉǳƛƴŘƛ ƭŜ ǇŀǊƻƭŜ ŎƘƛŀǾŜ ǇŜǊ ƛƭ нлмф ǇŜǊ ƛƭ ŎŀƳǇƻ ŘŜƭƭΩƛƴǘŜƭƭƛƎŜƴȊŀ ŀǊǘƛŦƛŎƛŀƭŜ ƛƴ 
Cina e chissà quali colpi di scena ci riserverà. 
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4. DATA PROTECTION  
 

Lƭ нлму ŝ ǎǘŀǘƻ ǳƴ ŀƴƴƻ ǎǇŀǊǘƛŀŎǉǳŜ ǇŜǊ ƭŀ ǇǊƛǾŀŎȅΦ {ƛŀ ǇŜǊ ƭΩŜƴǘǊŀǘŀ ƛƴ ǾƛƎƻǊŜ ŘŜƭ 
Regolamento UE sulla protezione dei dati personali (GDPR), sia per i grossi e gravi 
scandali che hanno colpito i giganti del web e messo in evidenza la loro incapacità di 
mettere in sicurezza i dati degli utenti. Da una parte il GDPR ha rafforzato la tutela dei 
Řŀǘƛ ƻƴƭƛƴŜ Ŝ ƻŦŦƭƛƴŜ ŘŜƛ ŎƛǘǘŀŘƛƴƛ ŜǳǊƻǇŜƛΣ ŘŀƭƭΩŀƭǘǊŀ ƛ 5ŀǘŀƎŀǘŜ Ƙŀƴƴƻ ǎŎƻǎǎƻ ƭΩƻǇƛƴƛƻƴŜ 
pubblica e allo stesso tempo hanno anche accresciuto la consapevolezza negli utenti 
del valore dei propri dati e sensibilizzato loro ad un utilizzo più attento sulla Rete.  
Iƭ нлмф ǎŀǊŁ ǳƴ ŀƴƴƻ ŀƴŎƻǊŀ Řƛ ǇƛǴ ΨǇǊƛǾŀŎȅ ŦƛǊǎǘΩ ŀƴŎƘŜ ǎŜ ŘƻǾǊŜƳƳƻ ǎƳŜǘǘŜǊŜ Řƛ ǳǎŀǊŜ 
la parola privacy. Non esiste più online. Dovremmo concentrarci maggiormente sulla 
trasparenza e la chiarezza sia delle policy sia degli algoritmi delle piattaforme web. 
 

 



Tech Trend 2019  Data Protection
   

22 
 

Caso Black Mirror Bandersnatchז  i film interattiv ֞ח i 
nuova minaccia per la privacy ? 
 

[ΩŜǇƛǎƻŘƛƻ ϥ.ŀƴŘŜǊǎƴŀǘŎƘ' di Black Mirror è rivoluzionario, inaugura una fruizione 
interattiva dei contenuti audiovisivi. Il suo stile sarà un trend per aumentare il 
ŎƻƛƴǾƻƭƎƛƳŜƴǘƻ ŘŜƭƭΩǳǘŜƴǘŜΣ Ƴŀ ǇƻƴŜ ŀƴŎƘŜ ǳƴŀ ǉǳŜǎǘƛƻƴŜ Řƛ ǇǊƛǾŀŎȅΦ [Ŝ ǊŜŀȊƛƻƴƛ 
emotive vengono raccolte da Netflix e archiviate nel cloud. Ma come potrebbero 
essere usati i dati? L'utente è consapevole? Si rispetta il GDPR? 

 
Black Mirror , la serie televisiva scritta dal visionario Charlie Brooker, non solo sembra prevedere, in 
modo illuminante, il nostro futuro prossimo, ma potrebbe anche crearlo, influenzarlo, con 
ƭΩŜǇƛǎƻŘƛƻ Bandersnatch. Disponibile su Netflix il 28 dicembre 2018, Bandersnatch apre la strada a 
un nuovo trend che caratterizzerà tutto il 2019 e gli anni a venire: la visione di un contenuto 
cinematografico, televisivo e anche pubblicitario non più passivo, ma interattivo aumentando 
così ƭΩŜƴƎŀƎŜƳŜƴǘ ŘŜƭƭΩǳǘŜƴǘŜΦ 
[ΩŜǇƛǎƻŘƛƻ ŝ ǳƴƻ ŘŜƛ ǇǊƛƳƛ ǘŜƴǘŀǘƛǾƛ ƳŀƛƴǎǘǊŜŀƳ Řƛ ǳƴŀ ƴŀǊǊŀǘƛǾŀ Ŏƻƴ ƭŜ ŎŀǊŀǘǘŜǊƛǎǘƛŎƘŜ ŘŜƭ ƎŀƳŜǇƭŀȅΣ 
un film-videogame trasmesso su una piattaforma di video streaming. άaŀ è anche potenzialmente 
il progenitore di una nuova forma di sorveglianza, una che invade la nostra privacy mentre indossa 
il mantello ŘŜƭƭΩƛƴǘǊŀǘǘŜƴƛƳŜƴǘƻέ, sostiene Alice Thwaite su Quartz. 
Andiamo per ordine. 
Chi guarda Bandersnatch ǇǳƼ ŘŜŎƛŘŜǊŜ ƭΩŜǾƻƭǾŜǊǎƛ ŘŜƭƭŀ ǘǊŀƳŀ Ŝ ǾŜŘŜǊŜ ǳƴƻ ŘŜƛ р principali finali 
possibili selezionando una delle due voci che appaiono in sovrimpressione, proprio come accade in 
ǳƴ ǾƛŘŜƻƎƛƻŎƻΥ ŝ ǳƴ ŜǇƛǎƻŘƛƻ ƛƴǘŜǊŀǘǘƛǾƻΦ άaŀƴƎƛŀǘƛ ƭŜ ǳƴƎƘƛŜέ ƻ ά¢ƛǊŀ ƛƭ ƭƻōƻ ŘŜƭƭΩƻǊŜŎŎƘƛƻέΤ 
ά!ŎŎŜǘǘŀέ ƻ άwƛŦƛǳǘŀέΤ άwƻƳǇŜǊŜ ƛƭ ŎƻƳǇǳǘŜǊέ ƻ άǳǊƭŀǊŜ ŎƻƴǘǊƻ ƛƭ ǇŀǇŁέΤ ά{ŜǇǇŜƭƭƛǊŜ ƛƭ ǇŀǇŁέ ƻ άŦŀǊƭƻ 
ŀ ǇŜȊȊƛέΣ ǎƻƴƻ ŀƭŎǳƴŜ ŘŜƭƭŜ ƻǇȊƛƻƴƛ ŀ Ŏǳƛ ƛƭ ǘŜƭŜǎǇŜǘǘŀǘƻǊŜ ŝ ƛƴǾƛǘŀǘƻ ŀ ŘƛƎƛǘŀǊŜΣ Ŏƻƴ ƛƭ ƳƻǳǎŜ ǎŜ ƎǳŀǊŘŀ 
da Pc o con un tocco sul display dello smartphone o con il telecomando se da una Smart Tv di ultima 
generazione. 
È rivoluzionario. Perché inaugura una modalità diversa di fruizione cinematografica e di serie tv, non 
più passiva, ma attiva: inter-attiva appunto. E di sicuro sarà un trend che verrà preso in prestito in 
ǘǳǘǘƻ ƛƭ ǎŜǘǘƻǊŜ ŘŜƭƭΩƛƴǘǊŀǘǘŜƴƛƳŜƴǘƻ ŘƛƎƛǘŀƭŜ Ŝ ƛƴ ǉǳŜƭƭƻ ǇǳōōƭƛŎƛǘŀǊƛƻΣ ƛƴ Ŏǳƛ Řƛ ǎƻƭƛǘƻ ǎƛ ǎŀƭǘŀ ƭƻ ǎǇƻǘ 
dopo pochi secondi, ma le sorti potrebbero cambiare con una pubblicità interattiva e con una trama 
άǎŎŜƭǘŀέ ŘŀƭƭΩǳǘŜƴǘŜΦ 
 
Dunque, lo stile Bandersnatch sarà un trend per due motivi: 
¶ tŜǊ ŀǳƳŜƴǘŀǊŜ ƛƭ ŎƻƛƴǾƻƭƎƛƳŜƴǘƻ ŘŜƭƭΩǳǘŜƴǘŜΦ 
¶ Raccogliere anche le reazioni emotive per profilare maggiormente il consumatore. E su questo 

secondo aspetto può nascere subito una questione privacy. 
Le reazioni emotive sono raccolte da Netflix e archiviate nel cloud. Cosa potrebbe fare Netflix con 
questi dati emotivamente sensibili? 
ά[ŀ privacy degli utenti di Netflix è una priorità per ƴƻƛέΣ ha detto un portavoce della società 
ŎƘƛŀƳŀǘƻ ƛƴ Ŏŀǳǎŀ ǎǳƭƭŀ ǊŀŎŎƻƭǘŀ ŘŜƭƭŜ ǊŜŀȊƛƻƴƛ ŜƳƻǘƛǾŜ Řƛ ŎƘƛ ǾŜŘŜ ƭΩŜǇƛǎƻŘƛƻ ha dichiarato a 
Quartz. ά[ŀ scelta della trama migliora ƭΩŜǎǇŜǊƛŜƴȊŀ e la funzionalità interattiva di Black Mirror- 
Bandersnatch. Tutte le interazioni con il film e gli usi di tali informazioni sono conformi alla nostra 
informativa sulla privacyέΣ Ƙŀ ŎƻƴŎƭǳǎƻΦ 
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 ά5ŀƭƭŀ lettura ŘŜƭƭΩƛƴŦƻǊƳŀǘƛǾŀ sulla privacy di Netflix e della policy sul suo algoritmoέ, scrive 
ancora Alice Thwaite su Quartz άƴƻƴ è chiaro se i dati delle scelte degli spettatori di Bandersnatch 
saranno utilizzati al di fuori della visione ŘŜƭƭΩŜǇƛǎƻŘƛƻέ per altri fini, per esempio per profilare 
maggiormente gli utenti e proporre loro contenuti più inclini alle scelte fatte durante la visione 
ŘŜƭƭΩŜǇƛǎƻŘƛƻΦ tŜǊ ŜǎŜƳǇƛƻΣ ŀ ŎƘƛ Ƙŀ ǎŎŜƭǘƻ Řƛ άŦŀǊŜ ŀ ǇŜȊȊƛ ƛƭ ǇŀǇŁ ŘŜƭ ǇǊƻǘŀƎƻƴƛǎǘŀέ ǾŜǊǊŁ 
consigliato di godersi il film Kill Bill Vol.1? Allora i dati emotivamente sensibili potrebbero essere sì 
utilizzati per proporti contenuti più violenti. 
 ά{Ŝ i dati del gameplay sono considerati diversi dai dati che già ǊŀŎŎƻƎƭƛŜέΣ continua Thwaite άnel 
rispetto del GDPR, Netflix dovrebbe informare i suoi utenti ŘŜƭƭΩ¦9 in merito al cambiamento nella 
raccolta dei dati. Ma se non lo fa è perché ƭΩƛƴŦƻǊƳŀǘƛǾŀ sulla privacy è sufficientemente ampia che 
le consente di raccogliere e trattare questi nuovi ŘŀǘƛέΦ 
 
/Ωŝ Řŀ ŘƛǊŜ ǎǳōƛǘƻ ŎƘŜ ƭŜ ǊŜŀȊƛƻƴƛ ŜƳƻǘƛǾŜ ƴƻƴ ǊƛŜƴǘǊŀƴƻ esplicitamente nel Regolamento europeo 
per la protezione dei dati, ma questo significa che Netflix non deve necessariamente chiedere agli 
utenti il consenso? Il GDPR però obbliga di comunicare quali dati siano trattati e per quali scopi. Le 
reazioni emotive rappresenteranno il fronte più avanzato (e invasivo) del trattamento, per questo 
motivo, secondo noi, occorreǊŜōōŜ ǎƻǘǘƻǇƻǊǊŜ ŀƎƭƛ ǳǘŜƴǘƛ ǳƴΩƛƴŦƻǊƳŀǘƛǾŀ ŀŘ ƘƻŎΦ 
 
I 3 possibili rischi di Bandersnatch 
1.  Per il 2019, Netflix ha pianificando un numero maggiore di contenuti interattivi e da anni 

gestisce già contenuti interattivi per bambini. Ciò consentirà alla società di raccogliere dati 
comportamentali più istintivi su una varietà di argomenti. E molto probabilmente 
anche YouTube, Facebook, Amazon inizieranno ad acquisire questi nuovi dati attraverso 
gameplay interattivi. Nessun problema, ma gli utenti devono essere informati su questo 
nuovo utilizzo dei dati e devono avere la possibilità di esprimere un cƻƴǎŜƴǎƻ ŜǎǇƭƛŎƛǘƻ ŀƭƭΩǳǎƻ 
dei dati comportamentali più istintivi. 

2. Inoltre, Netflix può influenzare il consumo culturale e informativo. A settembre 2018, i suoi 
abbonati erano 137 milioni, la maggioranza propensa a guardare contenuti che sono stati 
raccomanŘŀǘƛ ŘŀƭƭΩŀƭƎƻǊƛǘƳƻ ŘŜƭƭŀ ǇƛŀǘǘŀŦƻǊƳŀΦ 

3. La terza preoccupazione è inquietante. I dati di Netflix potrebbero essere utilizzati per 
identificare futuri terroristi o limitare il tuo accesso agli aeroporti? Non è dissimile dal 
άǎƛǎǘŜƳŀ Řƛ ŎǊŜŘƛǘƻ ǎƻŎƛŀƭŜέ ŘŜƭƭŀ Cina per ora volontario e obbligatorio dal 2020, in cui le 
persone e le aziende sono giudicate e punite per non aver pagato le tasse o per 
comportamenti scorretti, ma anche premiate per le buone azioni. È una sorta di liste nere e 
bianche basate sulla raccolta massiccia dei dati digitali dei cittadini e delle imprese operanti 
in Cina. 
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Smart speaker  in Cloud, ma la Privacy sarà più 
sicura Ǹɿɴ ɠחhǿȺȇ ǸɿɲʣˋʻɆɴȺ 
 

Lƭ нлму ŝ ǎǘŀǘƻ ƭΩŀƴƴƻ Řƛ ŎƻƴǎŀŎǊŀȊƛƻƴŜ ŘŜƎƭƛ ǎǇŜŀƪŜǊ ƛƴǘŜƭƭƛƎŜƴǘƛΣ che praticamente 
hanno rubato la scena agli ultimi modelli di smartphone, ma hanno un problema di 
ǇǊƛǾŀŎȅΦ bŜƭ нлмф ƭŀ ǎƻƭǳȊƛƻƴŜ ŝ ƭΩ9ŘƎŜ ŎƻƳǇǳǘƛƴƎΦ 

 
Lƭ нлму ŝ ǎǘŀǘƻ ƭΩŀƴƴƻ Řƛ ŎƻƴǎŀŎǊŀȊƛƻƴe degli speaker intelligenti. Amazon Echo, Google Home e tutti 
gli altri maggiordomi digitali ƻǊŀ Ŧŀƴƴƻ ǇƛǴ Ǝƻƭŀ ǊƛǎǇŜǘǘƻ ŀƭƭΩǳƭǘƛƳƻ ƳƻŘŜƭƭƻ Řƛ ǎƳŀǊǘǇƘƻƴŜΦ 
Praticamente hanno rubato loro la scena. 
 
Secondo i dati di Statista, nel 2023 è atteso un volume di affari calcolabile attorno ai 160 miliardi di 
dollari, per 4,2 milioni di smart home abitate e una penetrazione sul mercato del 20,7%. Tenendo 
conto che le vendite di tali apparecchi e dispositivi aumenteranno in media del 20% annuo, entro il 
2022 gli smart home device saliranno a 1,3 miliardi di unità. Questi apparecchi dotati di intelligenza 
artificiale hanno già superato le 100 milioni di vendite e nel 2022 arriveranno a toccare quota 230 
milioni, con un tasso di crescita di quasi il 40% annuo. 
  
aŀ ŎΩŝ ǳƴ ǇǊƻōƭŜƳŀ Řƛ ǇǊƛǾŀŎȅ 
Ogni volta che chiedi a Siri, Alexa o Google qualcosa, la tua voce viene registrata e inviata nel cloud 
delle aziende produttrici, prima che tu possa sentire una risposta. Il problema è dunque 
ƭΩŀǊŎƘƛǾƛŀȊƛƻƴŜ ŀ ǘŜƳǇƻ ƛƴŘŜǘŜǊƳƛƴŀǘƻ ŘŜƛ ŦƛƭŜ ŘŜƭƭŜ ŎƻƴǾŜǊǎŀȊƛƻƴƛ ǎǳƛ ŎƭƻǳŘΦ {Ŝ ŀ ǉǳŜǎǘƻ ǎƛ ŀƎƎƛǳnge 
ŀƴŎƘŜ ƭΩŜǊǊƻǊŜ ǳƳŀƴƻ ƭŀ ǇǊƛǾŀŎȅ ŘŜƎƭƛ ǳǘŜƴǘƛ ŝ ŀ ǊƛǎŎƘƛƻΣ ŎƻƳŜ ŝ ǎǳŎŎŜǎǎƻ ǊŜŎŜƴǘŜƳŜƴǘŜ ƛƴ DŜǊƳŀƴƛŀΥ 
!ƳŀȊƻƴ Ƙŀ ƛƴǾƛŀǘƻ ǇŜǊ ŀ Ŏŀǳǎŀ Řƛ ǳƴ ΨŜǊǊƻǊŜ ǳƳŀƴƻΩ мΦтлл ǊŜƎƛǎǘǊŀȊƛƻƴƛ ŀǳŘƛƻ ŜŦŦŜǘǘǳŀǘŜ Ŏƻƴ !ƭŜȄŀ al 
destinatario sbagliato. I file includevano anche le registrazioni audio della persona sotto la doccia, 
secondo il racconto. La richiesta era stata avanzata ŘŀƭƭΩǳǘŜƴǘŜ · ǇŜǊ ŎƻƴƻǎŎŜǊŜ ƭŜ ŎƻƴǾŜǊǎŀȊƛƻƴƛ 
ƳŜƳƻǊƛȊȊŀǘŜ Řŀ !ƳŀȊƻƴΣ Ƴŀ ǳƴ ŘƛǇŜƴŘŜƴǘŜ Řƛ ǉǳŜǎǘΩǳƭǘƛƳŀ Ƙŀ ǎōŀƎƭƛŀǘƻ ŘŜǎǘƛƴŀǘŀǊƛƻ Ŝ Ƙŀ 
commesso una grave violazione della privacy. 
 
[Ω9ŘƎŜ computing per risolvere il problema privacy degli assistenti digitali  
Allora nel 2019 come si potranno evitare sia questi episodi sia la memorizzazione dei file audio sul 
ŎƭƻǳŘΚ [ŀ ǊƛǎǇƻǎǘŀ ŝ ƭΩŜŘƎŜ ŎƻƳǇǳǘƛƴƎΦ 
Presto, Intel e altri progettisti di chip per dispositivi mobili presenteranno processori per gli smart 
speaker realizzati ǎǇŜŎƛŦƛŎŀƳŜƴǘŜ ǇŜǊ άǘǊŀǘǘŜƴŜǊŜ ƛ Řŀǘƛέ ŀƭ ƭƛǾŜƭƭƻ ŘŜƭ ǇǊƻǇǊƛƻ ŘƛǎǇƻǎƛǘƛǾƻΣ ŀ ƭƛǾŜƭƭƻ 
locale. Questi chip abilitano quello che viene chiamato άƭΩ9ŘƎŜ computingέ όƭŜǘǘŜǊŀƭƳŜƴǘŜ 
Ψ9ƭŀōƻǊŀȊƛƻƴŜ ŀ ƳŀǊƎƛƴŜΩύΦ 5ƛ ŦŀǘǘƻΣ ƭΩ9ŘƎŜ ŎƻƳǇǳǘƛƴƎ ŝ ƛƴ ǳƴ ǎƛǎǘŜƳŀ Řƛ Ŝlaborazione cloud-based, 
ƛƴŘƛŎŀ ƭΩŜƭŀōƻǊŀȊƛƻƴŜ ŘŜƭƭŜ ƛƴŦƻǊƳŀȊƛƻƴƛ ŀƛ ƳŀǊƎƛƴƛ ŘŜƭƭŀ ǊŜǘŜΣ ŘƻǾŜ ƛ Řŀǘƛ ǾŜƴƎƻƴƻ ǇǊƻŘƻǘǘƛΣ Ǉƛǳǘǘƻǎǘƻ 
ŎƘŜ ƛƴ ǳƴ Řŀǘŀ ǿŀǊŜƘƻǳǎŜ ŎŜƴǘǊŀƭƛȊȊŀǘƻΦ L ōŜƴŜŦƛŎƛ ǇǊƛƴŎƛǇŀƭƛ ŘŜǊƛǾŀƴǘƛ ŘŀƭƭΩǳǘƛƭƛȊȊƻ ŘŜƭƭŜ ǘŜŎƴƻƭƻƎƛŜ Řƛ 
Edge computing sono la riduzione della latenza di elaborazione, che permette risposte in tempo 
reale quindi migliori performance degli assistenti digitali, e il risparmio di banda e batteria del 
dispositivo, inviando al data center informazioni già elaborate e quindi di minori dimensioni. I 
ŘƛǎǇƻǎƛǘƛǾƛ Ǉƻǎǎƻƴƻ ŀƴŎƘŜ ŜǎŜƎǳƛǊŜ ƛ Řŀǘƛ ōƛƻƳŜǘǊƛŎƛ ǾƻŎŀƭƛ ǇŜǊ ƭΩŀǳǘŜƴǘƛŎŀȊƛƻƴŜ ŘŜƭƭΩǳǘŜƴǘŜΦ 
 
Questa funzione è già ampiamente disponibile negli smartphone, consentendo agli utenti di 
impostare allarmi e promemoria anche se il dispositivo è in modalità aereo o senza copertura di 
rete. I comandi offline sono particolarmente preziosi nelle impostazioni, per esempio, della casa 

https://www.key4biz.it/privacy-amazon-invia-registrazioni-di-alexa-allutente-sbagliato-il-problema-e-larchiviazione-degli-audio/238877/
https://www.key4biz.it/privacy-amazon-invia-registrazioni-di-alexa-allutente-sbagliato-il-problema-e-larchiviazione-degli-audio/238877/
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connessa: consentono di accendere e spegnere le luci, modificare la temperatura del termostato o 
ŘƛǎŀǘǘƛǾŀǊŜ ƭΩŀƭƭŀǊƳŜ di sicurezza anche durante un blackout della connessione Internet. 
 
5ǳƴǉǳŜΣ ƭΩ9ŘƎŜ ŎƻƳǇǳǘƛƴƎ ǇŜǊƳŜǘǘŜǊŁ ŀƎƭƛ ŀǎǎƛǎǘŜƴǘƛ ǾƻŎŀƭƛ Řƛ ŦƻǊƴƛǊŜ ƛƴŦƻǊƳŀȊƛƻƴƛ Řŀ ƭƻŎŀƭŜΣ ŀƴŎƘŜ 
offline, anche in modalità aerea, rispettando così la privacy degli utenti. 
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2 strade per  difendersi  dalla razzia dei dati  
 

Come si può salvare il web dalla razzia dei dati? Tim Berners-Lee ha dato vita a  άSolidέ: 
una piattaforma che consente agli utenti di trasferire i dati in un lucchetto digitale, al 
quale possono accedere solo le app autorizzate, senza duplicare fisicamente i dati. 
L'alternativa sono cassette di sicurezza online che consentono di ricevere una 
ricompensa economica per i dati condivisi. 

 
La capacità di raccogliere e sfruttare i dati degli utenti è stata a lungo una fonte di vantaggio 
ŎƻƳǇŜǘƛǘƛǾƻ ƴŜƭƭΩŜŎƻƴƻƳƛŀ ŘƛƎƛǘŀƭŜΦ : ƛƭ ƭƻǊƻ ŎƻƴǘǊƻƭƭƻ Ŝ ǳǘƛƭƛȊȊƻ Řƛ ǉǳŜǎǘƛ Řŀǘƛ ŎƘŜ Ƙŀ ǇŜǊƳŜǎǎƻ 
a Google, Amazon, Alibaba e Facebook di dominare i mercati online. Ma negli ultimi anni, pian 
piŀƴƻΣ ŘŀƭƭΩŜƴǘǳǎƛŀǎƳƻ ǾŜǊǎƻ ƛ ƎƛƎŀƴǘƛ ŘŜƭ ǿŜō ǎƛ ǎǘŀ ǇŀǎǎŀƴŘƻ ŀƭ techlash, a un sentimento di 
reazione contro gli Over the Top onnipotenti. 
 
Lƭ ŦŜƴƻƳŜƴƻΣ ōŜƴ ƛƴŘƛǾƛŘǳŀǘƻ ŘŀƭƭΩEconomist ŎƘŜ Ƙŀ Ŏƻƴƛŀǘƻ ƛƭ ǘŜǊƳƛƴŜΣ ŝ ƴŀǘƻ ǎƻǇǊŀǘǘǳǘǘƻ ǎǳƭƭΩƻƴŘŀ 
dei continui Datagate, dalla crescita delle fake news alle probabili interferenze degli hacker russi per 
influenzare e determinare le elezioni presidenziali negli Stati Uniti nel 2016. 
 
Negli Usa, ad esempio, un recente studio del Pew Research Center ha rilevato che mentre circa tre 
quarti delle persone crede ancora che le società tecnologiche e i loro prodotti abbiano un impatto 
più positivo di uno negativo sulle loro vite, quasi un terzo ora pensa che queste aziende abbiano un 
effetto dannoso sulla società in generale. 
Certo, non è una marea di utenti che sbatte la porta a Facebook e alle altre piattaforme (in molti 
hanno davvero cancellato i profili), ma è un trend. È il segnale che milioni di internauti hanno iniziato 
a fare un uso più consapevole dei social network, e in generale dei servizi e delle app gratuiti. Hanno 
ŎŀǇƛǘƻ ŎƘŜ ǎŜ ƛƭ ǎŜǊǾƛȊƛƻ ŝ ƎǊŀǘƛǎ ŀƭƭƻǊŀ ƛƭ ǇǊƻŘƻǘǘƻ ŝ ƭΩǳǘŜƴǘŜΣ ƻ ǇƛǴ ǇǊŜŎƛǎŀƳŜƴǘŜ ƛ Řŀǘƛ ŘŜƎƭƛ ǳǘŜƴǘƛΦ 
 
Come si può salvare il web dalla razzia dei dati? 
!ƭƭƻǊŀ ǉǳŀƭ ŝ ǳƴŀ Ǿƛŀ ŘΩǳǎŎƛǘŀΚ /ƻƳŜ ǎƛ ǇǳƼ ǎŀƭǾŀǊŜ ƛƭ ǿŜō Řŀƭƭŀ ǊŀȊȊƛŀ ŘŜƛ ŘŀǘƛΚ ¦ƴŀ risposta arriva 
ŘŀƭƭΩƛƴǾŜƴǘƻǊŜ ŘŜƭ ²ƻǊƭŘ ²ƛŘŜ ²ŜōΣ Tim Berners-Lee, che ha apertamente criticato gli Ott per aver 
snaturato il Web. 
Berners-Lee ha così presentato la sua nuova creatura: άIƻ sempre creduto che il web fosse per tutti.  
Ecco perché io e altri combattiamo ferocemente per proteggerlo. I cambiamenti che siamo riusciti a 
portare hanno creato un mondo migliore e più connesso. Ma per tutto il bene che abbiamo 
raggiunto, il web si è evoluto in un motore di iniquità e divisione; influenzato da potenti forze che lo 
usano per i loro programmi. 
Oggi, credo che abbiamo raggiunto un punto critico, e che un cambiamento potente in meglio è 
possibile e necessario. 
Questo è il motivo per cui, negli ultimi anni, ho lavorato con alcune persone al MIT e altrove per 
sviluppare Solid, un progetto open source per ripristinare il potere e ƭΩŀȊƛƻƴŜ degli individui sul web. 
Solid cambia il modello attuale in cui gli utenti devono consegnare dati personali a giganti digitali in 
cambio di valore percepito. Come abbiamo scoperto tutti,  questo scambio non avviene nel nostro 
miglior interesse. Solid è il modo in cui evolviamo il web per ripristinare ƭΩŜǉǳƛƭƛōǊƛƻ ς dando ad 
ognuno di noi il controllo completo sui dati, personali o meno, in modo ǊƛǾƻƭǳȊƛƻƴŀǊƛƻέΦ 

http://www.pewinternet.org/2018/06/28/public-attitudes-toward-technology-companies/
https://solid.inrupt.com/
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Solid è una piattaforma che consente agli utenti di trasferire i dati in un Personal Online Datastore 
(POD), un lucchetto digitale, al quale possono accedere solo le app autorizzate dŀƭƭΩǳǘŜƴǘŜΣ ǎŜƴȊŀ 
che i dati siano fisicamente duplicati sulle applicazioni. 
Solid è concepito per gestire tutti i tipi di dati, siano essi anagrafici, sanitari, immagini, testi, 
commenti online, stream di dati da wearable e da dispositivi IoT, insomma più o meno tutto, senza 
dover rispettare uno specifico formato. 
Solid è una sorta di chiavetta USB per il Web con i nostri dati, ma che teniamo noi e la possiamo 
inserire online dove desideriamo. 
{ƻƭƛŘ ƴƻƴ ŝ ƭŀ ǎƻƭǳȊƛƻƴŜ ŦƛƴŀƭŜΣ Ƴŀ ƭΩƛƴƛȊƛƻ Řƛ ǳƴ ƴǳƻǾƻ ²ŜōΣ ōŀǎŀǘƻ ǎǳƭƭΩǳǎƻ ŎƻƴǎŀǇŜǾƻƭŜ ŘŜƛ dati e 
può scatenare incredibili opportunità per la creatività, la risoluzione di problemi e il commercio. 
Consentirà a individui, sviluppatori e aziende modi completamente nuovi di concepire, costruire e 
trovare applicazioni e servizi innovativi, affidabiƭƛ Ŝ Řƛ ǎǳŎŎŜǎǎƻ Ŏƻƴ ƭΩƻōƛŜǘǘƛǾƻ Řƛ ǊƛǎǇŜǘǘŀǊŜ ƭŀ ǇǊƛǾŀŎȅ 
degli utenti. 
Solid è guidato dal principio di άŜƳǇƻǿŜǊƳŜƴǘ personale attraverso i datiέ ŎƘŜ ǊƛǘŜƴƛŀƳƻΣ ǎŎǊƛǾŜ 
Berners-Lee, άFondamentale per il successo della prossima era del web. Crediamo che i dati 
dovrebbero responsabilizzare ciascuno di ƴƻƛέΦ Dunque, Solid è un tentativo di decentramento del 
web. È una piattaforma aperta e decentralizzata per gestire i dati sul Web e abilitare consapevolezza 
Ŝ ŎƻƴǘǊƻƭƭƻ ǎǳƭƭΩǳǎƻ ŘŜƛ ŘŀǘƛΦ 
 
WeopleΣ ǳƴΩƛƴƛȊƛŀǘƛǾa made in Italy, άƭŀ prima ΨBancaΩ per investire e recuperare valore dai tuoi 
dati, proteggerli e agire i tuoi diritti  di ǇǊƛǾŀŎȅέ 
Sulla scia di Solid sono nate altre applicazioni di άōŀƴŎŀ dati ǾƛǊǘǳŀƭŜέ articolata in cassette di 
ǎƛŎǳǊŜȊȊŀ Ŏƻƴ ƭΩƻōƛŜǘǘƛǾƻ di άŀƛǳǘŀǊŜ le persone ad avere il controllo delle proprie informazioni 
personali e consentire di ottenere un riconoscimento economico per i dati che scelgono di 
ƛƴǾŜǎǘƛǊŜέΦ Questa è la mission di WeopleΣ ǳƴΩƛƴƛȊƛŀǘƛǾŀ ƳŀŘŜ ƛƴ LǘŀƭȅΣ άƭŀ prima Banca per investire 
e recuperare valore dai tuoi dati, proteggerli e agire i tuoi diritti  di ǇǊƛǾŀŎȅέΦ 
Come funziona? Nel pieno rispetto del GDPR, Weople permette di investire, sempre nella massima 
libertà di scelta degli individui e nel pieno rispetto del Regolamento europeo sulla protezione dei 
dati personali, tutti i dati relativi agli account digitali. Da subito sarà possibile depositare ed investire 
i dati relativi agli account social (Facebook, Instagram, Twitter, LinkedIn), gli atti di acquisto relativi 
alle carte fedeltà personali (a titolo esemplificativo non esaustivo, Esselunga, Coop, Auchan, 
Mediaworld, Ikea, altre aziende), gli acquisti on line tramite account e-commerce (Amazon, 
Zalando, E-price, Yoox e altre aziende), i dati digitali relativi agli account Google a Apple, una 
selezione di interessi della persona ed infine una breve auto-descrizione. 
 
La ricompensa sarà immediata? 
Come avviene in una Banca, si legge sul sito, Weople sarà in grado di valorizzare i dati appena 
saranno disponibili. Ciò significa che quando si attivano le cassette Weople ƭΩǳǘŜƴǘŜ dovrà recarsi 
presso le aziende che attualmente li possiedono e chiedere il diritto alla portabilità dei suoi dati. In 
questa fase non sarà possibile avere una ricompensa, bisognerà attendere che i dati confluiscano 
nella piattaforma ed inizino a co-generare valore. I tempi dipenderanno dal numero dei correntisti 
che chiederanno i propri dati e dalla disponibilità delle aziende di rispettare i diritti dei correntisti. 
Weople avviserà sempre, in logica di massima trasparenza, quando i dati arriveranno e come 
verranno valorizzati. 
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Blockchain , IoT, AI: 11 previsioni sulla Data 
Protection per il 2019  
 

Ecco un elenco di previsioni di esperti di Data Protection per il 2019 che sarà sempre 
più ΨǇǊƛǾŀŎȅ ŦƛǊǎǘΩΦ 

 
Lƭ нлму ŝ ǎǘŀǘƻ ǳƴ ŀƴƴƻ ǎǇŀǊǘƛŀŎǉǳŜ ǇŜǊ ƭŀ ǇǊƛǾŀŎȅΦ {ƛŀ ǇŜǊ ƭΩŜƴǘǊŀǘŀ ƛƴ ǾƛƎƻǊŜΣ ƛƭ нр ƳŀƎƎƛƻΣ ŘŜƭ 
Regolamento europeo sulla protezione dei dati (GDPR), sia per i grossi e gravi scandali che hanno 
colpito i giganti del web ǎǳƭƭΩƛƴŎŀǇŀŎƛǘŁ Řƛ ƳŜǘǘŜǊŜ in sicurezza i dati degli utenti. Facebookς
Cambridge Analytica è il più celebre e ǇŜǊ ƛƭ ǎƻŎƛŀƭ ƴŜǘǿƻǊƪ ƭΩŀƴƴƻ ŎƘŜ ǎƛ ŝ Řŀ ǇƻŎƻ ŎƻƴŎƭǳǎƻ ŝ ǎǘŀǘƻ 
il peggiore dalla sua nascita nel 2004: è stato costellato da falle sulla sicurezza informatica, causando 
la violazione dei dati personali di milioni di iscritti. 
Dunque, da una parte il GDPR ha rafforzato la tutela dei dati online e offline dei cittadini europei, 
daƭƭΩŀƭǘǊŀ ƛ Datagate Ƙŀƴƴƻ ǎŎƻǎǎƻ ƭΩƻǇƛƴƛƻƴŜ ǇǳōōƭƛŎŀ Ŝ ŀƭƭƻ ǎǘŜǎǎƻ ǘŜƳǇƻ Ƙŀƴƴƻ ŀƴŎƘŜ ŀŎŎǊŜǎŎƛǳǘƻ 
la consapevolezza negli utenti del valore dei propri dati e sensibilizzato loro ad un utilizzo più attento 
sulla Rete. Per dirla con una battuta, Facebook-Cambridge Analytica e i tanti data breach, che hanno 
caratterizzato il 2018, sono state le migliori campagne di marketing del GDPR, diventato ormai un 
modello in tutto il mondo per le tante novità introdotte a favore della protezione dei dati degli utenti 
e per il pugno duro adottato contro chi vìola il Regolamento (le sanzioni amministrative pecuniarie 
di maggiore entità possono arrivare a 20 milioni di euro per i singoli o fino al 4% del fatturato 
mondiale annuo per le aziende, a prescindere da dove sia la sede principale, che può essere anche 
ŦǳƻǊƛ ŘŀƭƭΩ9ǳǊƻǇŀύΦ ! ƎƛǳƎƴƻ ǎŎƻǊǎƻ ƭŀ /ŀƭƛŦƻǊƴƛŀ ŝ ǎǘŀǘƻ ƛƭ ǇǊƛƳƻ {ǘŀǘƻ ŀƳŜǊƛŎŀƴƻ ŀŘ ŀǾŜǊ ŀǇǇǊƻǾŀǘƻ 
una legge sulla privacy ς entrerà in vigore nel gennaio 2020 ς tra le più stringenti mai approvate in 
tutti gli Stati Uniti e, per alcuni aspetti, ricorda il Regolamento europeo sulla protezione dei dati 
personali. 
Ecco un elenco di previsioni (raccolte da eWeek.com) di esperti di data protection per il 2019 che 
sarà sempre più ΨǇǊƛǾŀŎȅ ŦƛǊǎǘΩ. 
  
John Dietz, Vice President, Concur Labs: 
ά[ŀ protezione dei dati cambierà radicalmente la progettazione dei dispositivi e delle piattaforme. 
Nel 2018, il GDPR ha iniziato a modificare radicalmente il modo in cui le aziende tecnologiche globali 
gestiscono i dati degli utenti. Nel 2019 e negli anni a venire, il Regolamento Ue sarà il modello di 
riferimento. I progettisti e gli sviluppatori di prodotti stanno valutando come possono offrire sia la 
massima protezione che la massima personalizzazione. Avvicinarsi alla privacy come scala mobile 
rispetto a un semplice modello di opt-in o opt-out apre la porta a maggiori possibilità di raccolta dati 
trasparente e apprendimento automatico. Concetti ŎƻƳŜ Ω5ŀǘŀ ²ŀǎƘƛƴƎΩ e ΨǇǊƛǾŀŎȅ ŘƛŀƭΩ possono 
consentire agli utenti e/o alle loro aziende di aumentare o diminuire il tipo di informazioni raccolte 
filtrando diversi livelli di informazioni personali ƛŘŜƴǘƛŦƛŎŀōƛƭƛέΦ 
  
Don Foster, Senior Director di Worldwide Solutions Marketing, Commvault: 
 άtǊƛǾŀŎȅ first diventa una priorità. Dato che le agenzie governative citano sempre più spesso le 
imprese non conformi al GDPR ŘŜƭƭΩ¦ƴƛƻƴŜ Europea e ad altre rigide norme sulla protezione dei dati, 
e altri governi implementano nuove norme sulla privacy, le aziende adottano sempre più un 
approccio ΨPrivacy FirstΩ alla gestione dei dati. Tuttavia, le sfide che queste società affronteranno nel 
tentativo di integrare le best practice sulla privacy dei dati nelle loro applicazioni esistenti, così come 
i nuovi dispositivi mobili, IoT e altre applicazioni, saranno significative. Le aziende avranno bisogno 
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di soluzioni di gestione dei dati basate ǎǳƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ artificiale, automatizzate e basate sui risultati 
per affrontare queste sfide se sperano di implementare politiche di riservatezza dei dati forti senza 
sacrificare produttività o ŀƎƛƭƛǘŁέΦ 
  
Barbara Cosgrove, Vice President e Chief Privacy Officer al Workday: 
ά[Ŝ aziende sono in ritardo nel conformarsi al GDPR. Nel 2019, ƭΩŀŘŜƎǳŀƳŜƴǘƻ al Regolamento 
europeo sulla protezione dei dati diventerà la principale priorità perché tale conformità identifica 
quali aziende sono pronte a gestire e proteggere i dati degli utenti. Inoltre, il GDPR stimolerà una 
maggiore tutela alla privacy ƎƭƻōŀƭŜέΦ 
 
Dave Weinstein, VP di Threat Research, Claroty: 
ά[ŀ legge sulla privacy è in arrivo negli Usa. Sulla scia di numerosi scandali sulla sicurezza di 
Facebook, Google e altri giganti di Internet, per non parlare delle audizioni di alto profilo sulle 
politiche e le pratiche di raccolta dei dati del settore tecnologico, non è certo difficile aspettarsi la 
nuova legge federale votata dal Congresso ŀƭƭΩƛƴƛȊƛƻ del 2019. Infatti, persone come Mark Zuckerberg 
e Sundar Pichai hanno ammesso la necessità di un regolamento in materia. I legislatori 
probabilmente prenderanno spunto ŘŀƭƭΩ¦9 imitando molti aspetti del GDPR. Detto questo, 
aspettatevi che la Silicon Valley, e non Washington, scriva le regole sulla ǇǊƛǾŀŎȅέΦ Come dire sarà 
ǳƴŀ ƭŜƎƎŜ Ŏƻƴ ƭΩƻōƛŜǘǘƛǾƻ Řƛ ŀŎŎƻƴǘŜƴǘŀǊŜ Řƛ ǇƛǴ Ǝƭƛ hǘǘ ŎƘŜ Ǝƭƛ ǳǘŜƴǘƛ ǎǘŀǘǳƴƛǘŜƴǎƛΦ 
  
Candace Worley, Chief Technical Strategist di McAfee: 
ά/ƘƛŜŦ Analytics Officer (CAO) e Chief Data Officers (CDO) dovranno supervisionare ƭΩƛƴǘŜƭƭƛƎŜƴȊŀ 
artificiale: una miriade di decisioni deve essere presa quando ǳƴΩŀȊƛŜƴŘŀ ricorre ŀƭƭΩuso ŘŜƭƭΩL!Φ 
Esistono implicazioni per la regolamentazione della privacy, ma ci sono anche implicazioni legali, 
etiche e culturali che garantiscono la creazione di un ruolo specializzato nel 2019 con la supervisione 
esecutiva ŘŜƭƭΩǳǎƻ di IA. In alcuni casi, ƭΩL! ha dimostrato un comportamento sfavorevole come la 
profilazione razziale, negando ingiustamente prestiti personali e identificando erroneamente le 
informazioni di base sugli utenti. I CAO e i CDO dovranno supervisionare la formazione 
ŘŜƭƭΩLƴǘŜƭƭƛƎŜƴȊŀ artificiale per garantire che le decisioni ŘŜƭƭΩL! evitino danni. Inoltre, ƭΩL! deve essere 
addestrata per affrontare veri dilemmi umani e dare priorità a giustizia, responsabilità, trasparenza 
e benessere, rilevando anche ƭΩƘŀŎƪƛƴƎΣ lo sfruttamento e ƭΩǳǎƻ improprio dei ŘŀǘƛέΦ 
  
Calvin French-Owen, CTO of Segment: 
ά[ƻ sviluppo di software e di sistemi si orienteranno verso la protezione dei dati personali. Molte 
aziende sono diventate più attente alla privacy nel 2018, ma nel 2019 avranno bisogno di 
trasformare la mentalità in tutto il ciclo di vita della produzione dei dispositivi tecnologici. I leader 
della tecnologia devono ripensare i flussi di lavoro, i sistemi e persino il modo in cui i loro ingegneri 
progettano i sistemi fin dal primo ƎƛƻǊƴƻέΦ In sostanza mettere in pratica i principi privacy e security 
by design e by default introdotti dal GDPR. 
  
Titolare/gestore del data center, Equinix: 
ά[ŀ crittografia omomorfica aiuterà la riservatezza dei dati. Per contenere le violazioni della privacy 
e mantenere il controllo sui loro dati, nel 2019 prevediamo che le imprese si concentrino su nuove 
tecniche di gestione dei dati come la crittografia omomorfica che consente di eseguire analisi 
crittografate senza richiedere ƭΩŀŎŎŜǎǎƻ a chiavi di sicurezza. La crittografia omomorfica è una forma 
di crittografia che consente il calcolo su testi cifrati, generando un risultato crittografato che, 
decodificato, corrisponde al risultato delle operazioni come se fossero state eseguite sul testo 
ƴƻǊƳŀƭŜέΦ 
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Daniel Mintz, Chief Data Evangelist di Looker: 
ά[ΩŀŘŜƎǳŀƳŜƴǘƻ delle aziende al Gdpr avrà un forte impatto sulla necessità di reclutare nuovo 
personale specializzato sulla privacy e in particolare sul regolamento europeo per la protezione dei 
dati personali. Nel 2019 vedremo le aziende assumere nuovo personale, adottare strumenti e dar 
vita a corsi di formazione aggiuntivi per gestire bene i dati in modo che possano essere sfruttati 
facendo business pur rimanendo conformi a D5twέΦ 
  
Josh Feast, CEO e co-fondatore di Cogito: 
άbŜƭ 2019, la società spingerà per la demistificazione ŘŜƭƭΩLƴǘŜƭƭigenza artificiale di conseguenza, i 
creatori di tecnologia dovranno abbracciare la piena trasparenza e responsabilità per garantire il 
rispetto dei diritti  della privacy e ƭΩǳǘƛƭƛȊȊƻ della tecnologia in modo valido ed etico. Alla fine, ciò 
porterà ad una divisione più chiara tra lo scopo di IA, sia che si tratti  di sfruttare ƭΩƛƴǘŜƭƭƛƎŜƴȊŀ 
artificiale per automatizzare compiti semplici o di aumentare le capacità naturali ŘŜƭƭΩǳƻƳƻΦ Con 
ƭΩŀǳƳŜƴǘŀǊŜ della trasparenza, le persone comprenderanno meglio che ƭΩƛntelligenza artificiale non 
è un termine onnicomprensivo per le macchine in grado di replicarsi e agire come un essere umano 
completo, ma piuttosto un insieme più esplicito di funzionalità che possono automatizzare meglio 
compiti semplici e aumentare le persone che eseguono azioni più complesse. Ciò si tradurrà in meno 
paura di un cambio di macchina e una maggiore accettazione della nuova ƛƴƴƻǾŀȊƛƻƴŜέΦ 
  
Bill Magnuson, co-fondatore e CEO Braze: 
άtŜƴǎŀǊŜ la qualità e non più alla massa di dati da inserire in un database per fare business. 
[ΩŀŎŎǳƳǳƭƻ di dati è diventato irrilevante, non ha più senso nel mondo post-GDPR. Invece, le aziende 
devono fare affidamento ǎǳƭƭΩƛƴǘŜƭƭƛƎŜƴȊŀ artificiale per spiegare in modo chiaro e trasparente ai 
clienti il modo in cui vengono gestiti i dati. Questa rispettosa prassi sarà apprezzata dai 
ŎƻƴǎǳƳŀǘƻǊƛέΦ 
 
Brian Kuhn, Chief Digital Officer, OVHcloud: 
άbŜƭ 2019 continuerà ƭΩŀǘǘŜƴȊƛƻƴŜ sulle tre pietre miliari che hanno caratterizzato il 2018: neutralità 
della rete, Gdpr e cloud. Per quanto riguarda la net neutrality ci sarà ancora più enfasi nel preservare 
la libertà di ciò che gli utenti vogliono vedere, quando vogliono vederlo, e quanto lo pagheranno. 
Invece per i dati e i data center prevarrà il principio di sovranità che le aziende di tutto il mondo 
dovranno ŀŦŦǊƻƴǘŀǊŜέΦ 
  
Un commento 
¢ǳǘǘŜ ǉǳŜǎǘŜ ǇǊŜǾƛǎƛƻƴƛ Řƛ ŜǎǇŜǊǘƛ Řƛ Řŀǘŀ ǇǊƻǘŜŎǘƛƻƴ ƛƴǎƛŜƳŜ ŀƛ Ŏƻƴǘƛƴǳƛ ǎŎŀƴŘŀƭƛ ǎǳƭƭΩƛƴǎƛŎǳǊŜȊȊŀ ŘŜƛ 
nostri dati sulle piattaforme digitali, soprattutto social, a quale amara conclusione deve portarci? 
tŜǊ ƛƴƛȊƛŀǊŜ ŀ ŎŀǇƛǊŜ ōŜƴŜ ƭΩŜŎƻƴƻƳƛŀ ŘŜƛ Řŀǘƛ άŘƻǾǊŜƳƳƻ smettere di usare la parola privacy. Non 
esiste più. Dovremmo concentrarci maggiormente sulla trasparenza e la chiarezza delle policy e degli 
algoritmi delle piattaforme ǿŜōέΣ questo è il messaggio lanciato dal premio Nobel per 
ƭΩŜŎƻƴƻƳƛŀΣ Paul Romer. Ottenere la trasparenza degli algoritmi delle piattaforme web sia per 
tutelare meglio i nostri dati sia per garantire la sicurezza delle democrazie liberali è sicuramente la 
nuova sfida da vincere nel 2019. Ma non sarà così facile e immediato cambiare il paradigma degli 
algoritmi. ά[ΩŀƭƎƻǊƛǘƳƻ vero e proprio (il codice) non è conoscibile perché è una ΨǇǊƻǇǊƛŜǘŁ 
ƛƴǘŜƭƭŜǘǘǳŀƭŜΩΣ ed è protetta in base alla recente direttiva Trade Secrets ŘŜƭƭΩ¦ƴƛƻƴŜ 
europeaέ, scrive Valigia Blu nel lungo articolo dedicato al tema: ά[ŀ segretezza degli algoritmi è tale 
da impedirci di comprenderne le logiche e quindi di distinguerne il buon funzionamento ŘŀƭƭΩŀōǳǎƻέΦ 

http://data.consilium.europa.eu/doc/document/ST-15382-2015-REV-1/en/pdf
http://data.consilium.europa.eu/doc/document/ST-15382-2015-REV-1/en/pdf
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5. CLOUD 
 

Il 2018 è stato un anno di trasformazione per il cloud e il 2019 lo sarà ancora di più. 
{ŜŎƻƴŘƻ DŀǊǘƴŜǊ ǇŜǊ ǉǳŜǎǘΩŀƴƴƻ ƛƭ ǾŀƭƻǊŜ ŘŜƭ ƳŜǊŎŀǘƻ ŘŜƛ ǎŜǊǾƛȊƛ ŎƭƻǳŘ ǇǳōōƭƛŎƛ ǎŀǊŁ 
di oltre 200 miliardi di dollari. La sfida continua tra i tre giganti Amazon Web Services 
(AWS), Microsoft e Google che si contendono il dominio nel settore, ma 
fortunatamente esistono dei player di nicchia, anche in Italia. Comunque, per tutti le 
ǘǊŜ ǇŀǊƻƭŜ ŘΩƻǊŘƛƴŜ ǇŜǊ ƴƻƴ ǇŜǊŘŜǊŜ clienti e attrarne nuovi sono: cloud ibrido, la corsa 
per stabilire la supremazia quantistica e la privacy by default e by design. 
 

 
FOTO CREDITS SHUTTERSTOCK ς © DIRITTI RISERVATI 
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Cloud. Computer quantico e privacy by default e 
by design le sfide del futuro  
 

Il 2018 è stato un anno di trasformazione per il cloud e il 2019 lo sarà ancora di più. 
Sarà caratterizzato da tre ŜƭŜƳŜƴǘƛ ŎƘƛŀǾŜΥ ŘŀƭƭΩƛōǊƛŘƻΣ Řŀƭ vǳŀƴǘǳƳ /ƻƳǇǳǘƛƴƎ Ŝ Řŀƭƭŀ 
privacy by default e by design. 

 
Secondo Gartner nel 2019 si prevede un valore di oltre 200 miliardi di dollari del mercato dei servizi 
ŎƭƻǳŘ ǇǳōōƭƛŎƛΣ Ŏƻƴ ƭΩLƴŦǊŀǎǘǊǳŎǘǳǊŜ ŀs a Service (IaaS) che farà registrare la crescita più rapida, di 
oltre il 27%. 
E quale società rivendicherà la quota maggiore? La sfida continua tra i tre giganti Amazon Web 
Services (AWS), Microsoft e Google che si contendono il dominio nel settore. 
NeƎƭƛ ǳƭǘƛƳƛ ŀƴƴƛΣ ŎΩŝ ǎǘŀǘŀ ǳƴŀ ōŀǘǘŀƎƭƛŀ ǇŜǊ ƛƭ ŎƻƴǘǊƻƭƭƻ ŘŜƭ ŎƭƻǳŘ ǘǊŀ ƛ ǘǊŜ ƭŜŀŘŜǊ Řƛ ƳŜǊŎŀǘƻΦ E mentre 
Amazon avrebbe potuto rivendicare il titolo nel 2015 ς con una quota di mercato del 30% IaaS ς la 
ŎƻǊǎŀ ŝ ŘƛǾŜƴǘŀǘŀ Ƴƻƭǘƻ ǇƛǴ ŘƛŦŦƛŎƛƭŜ ƴŜƎƭƛ ŀƴƴƛ ǎǳŎŎŜǎǎƛǾƛΣ ǎƛŀ ǇŜǊ ƭΩŀŎŎŜƭŜǊŀȊƛƻƴŜ Řƛ aƛŎǊƻǎƻŦǘ Ŝ ƭŜ 
ƻŦŦŜǊǘŜ Řƛ DƻƻƎƭŜΣ ǎƛŀ ǇŜǊ ƭΩŜǾƻƭǳȊƛƻƴŜ Řƛ ŦƻǊƴƛǘƻǊƛ Řƛ ŎƭƻǳŘ nuovi e in crescita. 
Nel 2017, Microsoft ha registrato un fatturato  cloud di 18,6 miliardi dollari, superando 
Amazon. Come ha sottolineato Bob Evans, Chief Communications Officer di Oracle in un articolo 
del 2017 per Forbes, uno dei motivi per cui Microsoft ha avuto la meglio su Amazon è dovuto 
ŀƭƭΩŀƳǇƛŜȊȊŀ ŘŜƭƭŜ ǎǳŜ ƻŦŦŜǊǘŜΥ ŎƻƴǎƛŘŜǊŀƴŘƻ ŎƘŜ ƛƭ ǇǊƻŘƻǘǘƻ Řƛ !ƳŀȊƻƴ ǎƛ ŝ ƛƴ ƎǊŀƴ ǇŀǊǘŜ ŦƻŎŀƭƛȊȊŀǘƻ 
su IaaS, Microsoft ha adottato un approccio più olistico per Azure, concentrandosi sulle offerte 
Platform as a Service (PaaS) e Software as a Service (SaaS). 

 
Anche player come IBM, Oracle e Alibaba stanno contribuendo ad espandere il panorama 
competitivo. Oracle in particolare ha fatto passi da gigante nel suo mercato cloud. Nella sua sintesi 
dei guadagni del terzo trimestre del 2018, ha riferito che la crescita dei ricavi di IaaS è del 28% anno 
su anno, confermando il 2018 un anno di trasformazione per il cloud. 
 
I servizi cloud aumenteranno notevolmente 
SaaS, Paas e IaaS aumenteranno indefinitamente nei prossimi anni. La semplicità del cloud è un 
fattore che guida questa crescente domanda. Nel prossimo futuro, possiamo anche aspettarci che 
ƭΩƛƴŦǊŀǎǘǊǳǘǘǳǊŀ ŎƭƻǳŘ ŘƛǾŜƴǘƛ ƭΩŀƳōƛŜƴǘŜ ǇǊŜŘŜŦƛƴƛǘƻ ŘŜƭ ǎŜǊǾŜǊ ²Ŝō Ŝ ǳƴ Ǉǳƴǘƻ Řƛ ǎǾƻƭǘŀ ǇŜǊ ŀȊƛŜƴŘŜ 
sia locali che multinazionali (per lo più internazionali). Gli sviluppatori open source stanno arrivando 
vicino a creare strumenti in grado di eseguire piattaforme nel cloud e quindi potremmo vedere un 
gran numero di applicazioni e progetti come Docker o Dokku che generano più percentuale dei 
ricavi totali del cloud. 
Guardiamo alle previsioni: 
¶ SaaS, ovvero software basato su abbonamento come servizio, si prevede che cresca a un CAGR 

del 18% entro il 2020, secondo Bain & Company. 
¶ Secondo le previsioni di GartnerΣ ƛƭ ƳŜǊŎŀǘƻ ŘŜƭƭΩƛƴŦǊŀǎǘǊǳǘǘǳǊŀ-as-a-service dovrebbe 

raggiungere i 72,4 miliardi di dollari in tutto il mondo entro il 2020. 
¶ Il PaaS, ovvero Platform-as-a-service, dovrebbe anche passare da un 32% inferiore nel 2016 

al 56% nel 2019, come previsto da KPMG. 
In breve, tutti i servizi cloud cresceranno rapidamente e renderanno il cloud computing il più veloce 
tra tutte le piattaforme in crescita. 

https://www.gartner.com/en/newsroom/press-releases/2018-09-12-gartner-forecasts-worldwide-public-cloud-revenue-to-grow-17-percent-in-2019
https://www.gartner.com/en/newsroom/press-releases/2018-09-12-gartner-forecasts-worldwide-public-cloud-revenue-to-grow-17-percent-in-2019
https://www.businessinsider.com/why-amazon-is-so-hard-to-topple-in-the-cloud-and-where-everybody-else-falls-2015-10
https://www.forbes.com/sites/bobevans1/2018/02/05/why-microsoft-is-ruling-the-cloud-ibm-is-matching-amazon-and-google-is-15-billion-behind/#7f51e2771dc1
https://www.forbes.com/sites/bobevans1/2017/06/01/sorry-amazon-but-microsoft-is-the-worlds-1-cloud-vendor-heres-why-cloud-wars/#58967fa07928
http://s1.q4cdn.com/289076952/files/doc_financials/quarterly/2018/Q2/3q18_pressrelease-March.pdf
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Perché investire nel cloud computing? 
Ecco alcune importanti considerazioni sul cloud computing che le aziende dovrebbero tenere a 
mente per il 2019: 
¶ Concentrarsi su una strategia multi-cloud: nonostante il fatto che sei attori del settore sono 

in competizione per il dominio del cloud, dal punto di vista aziendale, il cloud non è certo un 
gioco per giocatore singolo. {ŜƳǇǊŜ ǇƛǴ ǎǇŜǎǎƻΣ Ŝ ƛƴ ǇŀǊǘƛŎƻƭŀǊŜ ƴŜƎƭƛ ǳƭǘƛƳƛ ƳŜǎƛΣ ŎΩŝ ǎǘŀǘŀ ǳƴŀ 
spinta delle imprese ad adottare una strategia multi-cloud. Questo approccio non solo 
consente alle aziende di evitare il temuto lock-in del fornitore; consente inoltre di prendere 
decisioni basate su prestazioni, affidabilità, sicurezza e costi, che creano una strategia cloud 
più economica e scalabile. 

¶ Gestire le piattaforme cloud in modo efficace: la distribuzione di una strategia multi-cloud è 
ǳƴ ǇǊƛƳƻ Ǉŀǎǎƻ ƛƳǇƻǊǘŀƴǘŜΣ Ƴŀ Ǉƻƛ ŎΩŝ ƭŀ ǎŦƛŘŀ ǇŜǊ ƭŀ ƎŜǎǘƛƻƴŜΦ aŜƴǘǊŜ ǳƴΩŀǊŎƘƛǘŜǘǘǳǊŀ ŎƭƻǳŘ 
ƛōǊƛŘŀ ƻŦŦǊŜ ŀƭƭŜ ŀȊƛŜƴŘŜ ƭΩŀǇǇǊƻŎŎƛƻ L¢ ǇƛǴ ŜŎƻƴƻƳƛŎƻ Ŝ autonomo, può diventare rapidamente 
oneroso se non viene gestito correttamente. Ecco perché molte organizzazioni si rivolgono a 
ŦƻǊƴƛǘƻǊƛ Řƛ ǎƻƭǳȊƛƻƴƛ ŘŜŘƛŎŀǘŜ ŎƘŜ ŀƛǳǘŀƴƻ ŀ ƎŜǎǘƛǊŜ ǳƴΩŀǊŎƘƛǘŜǘǘǳǊŀ ƛōǊƛŘŀΦ 

¶ Le aziende opteranno per soluzioni basate su cloud ibrido: Spostare tutto su un cloud sembra 
essere un compito più difficile. Disporre di tutti i servizi IT disponibili offline per disporre di 
tutto ciò che è necessario per lo storage offload e il calcolo su cloud, è il punto in cui 
ǳƴΩƻǊƎŀƴƛȊȊŀȊƛƻƴŜ L¢ crea un equilibrio. Tra questi due, arriva una via di mezzo conosciuto 
come il cloud ibrido. Con il cloud ibrido che diventa la prossima grande piattaforma di 
ŜƭŀōƻǊŀȊƛƻƴŜ ǇŜǊŎƘŞ ƻŦŦǊŜ ŘƛǾŜǊǎƛ ǾŀƴǘŀƎƎƛΥ ŘŀƭƭΩŀǳƳŜƴǘƻ ŘŜƭƭΩŜŦŦƛŎƛŜƴȊŀ ŀƭƭŀ ŦƭŜǎǎƛōƛƭƛǘŁ ŎƘŜ 
potrebbe soddisfare le esigenze più disparate ogni volta che è necessario. Meno rischi e 
aziende a costi inferiori possono ora trasformare gradualmente le loro capacità 
computazionali. 

Lavorando strategicamente per costruire una strategia multi-cloud e lavorando in modo proattivo 
per gestirlo, le aziende possono trarre vantaggio dalla aspra concorrenza nel cloud, canalizzando le 
ǎƻƭǳȊƛƻƴƛ ŎƻƴŎƻǊǊŜƴǘƛ ƛƴ ǳƴΩŀǊŎƘƛǘŜǘǘǳǊŀ ƛōǊƛŘŀ ŎƘŜ ǎƻŘŘƛǎŦƛ ƭŜ ŜǎƛƎŜƴȊŜ ŘŜƭƭŀ ƭƻǊƻ ŀȊƛŜƴŘŀΦ 

 
I trend del 2019 
NeƭƭΩŜǎŀƳƛƴŀǊŜ ƛƭ нлму ǎƻƴƻ ŜƳŜǊǎƛ ŘǳŜ ǘŜƳƛ ŎƘƛŀǾŜ ŎƻƳŜ ŜƭŜƳŜƴǘƛ ŎŜƴǘǊŀƭƛ ƴŜƭƭŀ ǎŦƛŘŀ ŀƭ ŎƭƻǳŘΣ ŎƘŜ 
ǎŀǊŀƴƴƻ ŘŜǘŜǊƳƛƴŀƴǘƛ ŀƴŎƘŜ ǇŜǊ ǉǳŜǎǘΩŀƴƴƻΥ 
¶ Consolidamento del mercato: Secondo Gartner, nel 2019 ci sono solo sei player che fanno 

ancora parte del mercato clƻǳŘ Lŀŀ{Υ L ά.ƛƎ ¢ƘǊŜŜέ ό!ƳŀȊƻƴΣ aƛŎǊƻǎƻŦǘΣ DƻƻƎƭŜύΣ ƻƭǘǊŜ ŀ ǘǊŜ 
ŎƘŜ DŀǊǘƴŜǊ ŘŜŦƛƴƛǎŎŜ άbƛŎƘŜ tƭŀȅŜǊǎέΥ hǊŀŎƭŜΣ !ƭƛōŀōŀ Ŝ L.aΦ Questo consolidamento del 
mercato IaaS prepara le basi per un nuovo anno che vedrà i tre piccoli attori raddoppiare le 
strategie di crescita volte a passare da una nicchia a un grande protagonista. 

¶ La strategia di Oracle: ƳŜƴǘǊŜ ƛƭ нлму ŝ ǎǘŀǘƻ ǳƴ ōǳƻƴ ŀƴƴƻ ǇŜǊ ƛ άplayer di ƴƛŎŎƘƛŀέ, la 
ǎǘǊŀǘŜƎƛŀ Řƛ hǊŀŎƭŜ ƳŜǊƛǘŀ ǳƴΩŀƴŀƭƛǎƛ ǇƛǴ ǇǊƻŦƻƴŘŀΦ Nonostante sia arrito relativamente tardi 
ŀƭ ƳŜǊŎŀǘƻ Lŀŀ{Σ ƭŀ ǎƻŎƛŜǘŁ Ƙŀ ǊŜŎǳǇŜǊŀǘƻ ƛƭ ǘŜƳǇƻ ǇŜǊŘǳǘƻ ƭΩŀƴƴƻ ǎŎƻǊǎƻ ŎƻƴŎŜƴǘǊŀƴŘƻǎƛ ǎǳƭƭŀ 
costruzione della propria comunità aziendale. In termini di strategia di crescita, Oracle si è 
concentrata sul suo database, costruendo la sua piattaforma autonoma, auto-curativa e ad 
alte prestazioni. Questo focus sul database è una buona mossa strategica, dal momento che 
il database è il primo posto a cui molte aziende guardano nel momento di decidere su un 
Cloud provider. 

¶ Quantum Computing ς la prossima star: La corsa per stabilire la supremazia quantistica è 
iniziata. IBM continua a correre contro Microsoft, Google e Intel, che stanno lavorando 
rigorosamente per costruire il primo computer quantico in grado di fornire le abilità promesse 
da lungo tempo come la crittografia dei dati senza soluzione di continuità, risolvere problemi 
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medici complessi, previsioni meteorologiche, conversazioni reali con l'intelligenza artificiale e 
migliori modelli finanziari. Un computer quantistico veloce e affidabile è probabilmente a più 
di un decennio di distanza, ma gli eventi recenti mostrano che ci stiamo davvero avvicinando 
molto. Nel novembre del 2017, IBM ha stabilito un punto di riferimento nell'informatica con 
il computer quantico, prima con il 5-quantum-bit (qubit) e ora con il 20-qubit svelato al Ces 
2019 di Las Vegas: così ha iniziato a offrire l'informatica quantistica come servizio cloud. 
JPMorgan Chase, Daimler Honda, Barclays e Samsung sono stati i primi a registrarsi per i 
test. Alibaba ha uniǘƻ ƭŜ ŦƻǊȊŜ Ŏƻƴ ƭΩ!ŎŎŀŘŜƳƛŀ ŎƛƴŜǎŜ ŘŜƭƭŜ ǎŎƛŜƴȊŜ Ŝ Ƙŀ ŎƻƳǇƛǳǘƻ ƛƭ ǇǊƻǎǎƛƳƻ 
ƎǊŀƴŘŜ Ǉŀǎǎƻ ǾŜǊǎƻ ƭΩƛƴŦƻǊƳŀǘƛŎŀ ǉǳŀƴǘƛǎǘƛŎŀΣ ƭŀƴŎƛŀƴŘƻ ǳƴ ǎŜǊǾƛȊƛƻ Řƛ ŎŀƭŎƻƭƻ ǉǳŀƴǘƛŎƻ ŀ мм 
qubit che è ora disponibile pubblicamente sulla piattaforma cloud quantistica. È il secondo 
più veloce al mondo proprio dietro il cloud computer IBM da 20-qubit. 
9 ƛƭ ƳŜǊŎŀǘƻ ŘŜƭƭΩƛƴŦƻǊƳŀǘƛŎŀ ǉǳŀƴǘƛǎǘƛŎŀ ŎǊŜǎŎŜǊŁ ǇƛǴ ǊŀǇƛŘŀƳŜƴǘŜ ŘŜƭ ǇǊŜǾƛǎǘƻΦ Lƭ ƳŜǊŎŀǘƻ 
ƎƭƻōŀƭŜ ŘŜƭƭΩƛƴŦƻǊƳŀǘƛŎŀ ŀǾǊŁ ǳƴ ǾŀƭƻǊŜ Řƛ мΣф ƳƛƭƛŀǊŘƛ di dollari nel 2023, aumentando a 8,0 
ƳƛƭƛŀǊŘƛ ŜƴǘǊƻ ƛƭ нлнтΦ aŀ ƛƭ ƳŜǊŎŀǘƻ ŘŜƭƭΩƛƴŦƻǊƳŀǘƛŎŀ ǉǳŀƴǘƛǎǘƛŎŀ ǎƛ ǎǘŀ ŀŦŦƻƭƭŀƴŘƻΦ ¦ƴ ƴǳƳŜǊƻ 
ŎǊŜǎŎŜƴǘŜ Řƛ ǎǘŀǊǘǳǇ Řƛ ǉǳŀƴǘǳƳ ŎƻƳǇǳǘƛƴƎ ǎǘŀ ŜƴǘǊŀƴŘƻ ƛƴ ƎŀǊŀΦ [ΩŀǘǘǊŜȊȊŀǘǳǊŀ ǇƛǴ ŎƻƴƻǎŎƛǳǘŀ 
è D-Wave Systems, con sede in Canada, la prima azienda al mondo a vendere computer 
quantistici. Una dozzina di altre società stanno sviluppando componenti di calcolo quantistico, 
algoritmi, applicazioni e strumenti software. Se IBM e Alibaba possono effettivamente 
implementare la potenza di calcolo quantistico con i loro servizi cloud, potrebbe 
ǇƻǘŜƴȊƛŀƭƳŜƴǘŜ ŀŎŎŜƭŜǊŀǊŜ ƭΩŀŘƻȊƛƻƴŜ ŘŜƭƭΩƛƴŦƻǊƳŀǘƛŎŀ ǉǳŀƴǘƛǎǘƛŎŀΦ 

 
GDPR, privacy e sicurezza 
Secondo Gartner, il 99% delle vulnerabilità del cloud fino al 2020 potrebbero essere rappresentate 
principalmente da problemi di sicurezza. E con il GDPR in vigore per le piccole aziende è sempre più 
difficile e costoso offrire servizi cloud conformi al Regolamento europeo per la protezione dei dati 
ǇŜǊǎƻƴŀƭƛΦ 9 άƎƛƻŎŀǘƻǊƛέ Řƛ ƴƛŎŎƘƛŀ ƴŜƭ ŎƭƻǳŘΣ ŦƻǊǘǳƴŀǘŀƳŜƴǘŜ ŜǎƛǎǘƻƴƻΦ !ƴŎƘŜ ƛƴ Lǘŀlia. 
Lƭ DŘǇǊΣ ƴƻƴƻǎǘŀƴǘŜ ƴƻƴ ŦŀŎŎƛŀ ŜǎǇƭƛŎƛǘŀƳŜƴǘŜ ǊƛŦŜǊƛƳŜƴǘƻ ŀƭ /ƭƻǳŘΣ ŀƴŎƘŜ ǉǳŜǎǘΩƛƴŦǊŀǎǘǊǳǘǘǳǊŀ ŘŜǾŜ 
esserne, obbligatoriamente, conforme. 
Il Regolamento Ue non lo cita mai, ma lo prende in considerazione indirettamente in numerosi punti 
proprio perché anche i cloud provider devono rispettare: 
Il principio di privacy by default e by designΣ ƛƴǘǊƻŘƻǘǘƻ ŘŀƭƭΩŀǊǘƛŎƻƭƻ нр ŘŜƭ DŘǇǊΣ ŎƘŜ ƻōōƭƛƎŀ ƛ 
ǇǊƻǾƛŘŜǊ ŀŘ ƻŦŦǊƛǊŜ ǳƴΩƛƴŦǊŀǎǘǊǳǘǘǳǊŀ ƛƴ ƎǊŀŘƻ Řƛ ǘǳǘŜƭŀǊŜ ƛ Řŀǘƛ ǇŜǊǎƻƴŀƭƛ ŘŜƛ ŎƭƛŜƴǘƛ ƎƛŁ ƴŜƭƭŀ ŦŀǎŜ Řƛ 
progettazione e per impostazione predefinita. 
Il principio ŘŜƭƭΩŀŎŎƻǳƴǘŀōƛƭƛǘȅ, il titolare dei dati deve scegliere attentamente il cloud provider 
ǇŜǊŎƘŞ Řŀ ǘŀƭŜ ǎŎŜƭǘŀ ƴŜ ŘŜǊƛǾŀ ǳƴŀ ǊŜǎǇƻƴǎŀōƛƭƛǘŁ Řŀ άǊŜƴŘƛŎƻƴǘŀǊŜέ ŀƭ DŀǊŀƴǘŜ tǊƛǾŀŎȅ ƛƴ Ŏŀǎƻ Řƛ 
controlli, violazione o abusi. 
I dettami ǎǳƭƭΩƛƴŦƻǊƳŀǘƛǾŀ, per esempio va dichiarato se ci avvale di un cloud provider extra Ue, 
ƻǾǾŜǊƻ ǳƴ ǇǊƻǾƛŘŜǊ ŎƘŜ Ƙŀ ǎŜǊǾŜǊ ƻ ǎŜŘŜ ƭŜƎŀƭŜ ƛƴ tŀŜǎƛ ŜȄǘǊŀ ¦9Τ ǳƴΩŀȊƛŜƴŘŀ ǇǳƼΣ ƛƴŦŀǘǘƛΣ ŜǎǎŜǊŜ 
ŀƴŎƘŜ ƛǘŀƭƛŀƴŀΣ Ƴŀ Ŏƻƴ ǳƴΩƛƴŦǊŀǎǘǊǳǘǘǳǊŀ Řƛǎƭƻcata fuori dei confini europei. 
Indicare il responsabile del trattamento. Con il Gdpr, pienamente efficace dal 25 maggio scorso, i 
ŎƭƻǳŘ ǇǊƻǾƛŘŜǊΣ DƻƻƎƭŜ 5ǊƛǾŜΣ 5ǊƻǇōƻȄΣ aƛŎǊƻǎƻŦǘΣ !ƳŀȊƻƴΣ ŜŎŎΧ ƘŀƴƴƻΣ ŦƛƴŀƭƳŜƴǘŜΣ ƛƴƛȊƛŀǘƻ ŀ 
prevedere, accanto al contratto di servizio con i clienti, anche il contratto che disciplina il loro ruolo 
Řƛ wŜǎǇƻƴǎŀōƛƭŜ ŘŜƭ ǘǊŀǘǘŀƳŜƴǘƻ ŘŜƛ ŘŀǘƛΣ ŎƻƳŜ ǇǊŜǾŜŘŜ ƭΩŀǊǘƛŎƻƭƻ ну ŘŜƭ DŘǇǊΦ 
 
 
 

https://www.repubblica.it/dossier/tecnologia/ces-2019/2019/01/09/news/ces_2019_ibm_ecco_il_primo_computer_quantistico_commerciale-216157213/?refresh_ce
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6. CYBERSECURITY 
 

!ƴŎƘŜ ƛƭ нлмф ǎŀǊŁ ŀƭƭΩƛƴǎŜƎƴŀ ŘŜƭƭa cybersecurity. Il timore di nuovi attacchi hacker e 
la minaccia crescente di virus e malware mettono le aziende nella condizione di 
doversi difendere ogni giorno per mettere al riparo il loro patrimonio di dati. Gli 
esperti affermano che gli attacchi informatici e le violazioni dei dati continueranno ad 
aumentare sia in termini di frequenza che di intensità per tutto ƭΩŀƴƴƻ. E allora ecco 
le previsioni sulle priorità, gli strumenti usati dal crimine informatico e i rischi 
maggiori, con tutti gli scenari plausibili nel settore della sicurezza informatica. 
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Cybersecurity: 10 previsioni per il 2019  
 

Malware fileless, attacchi informatici di Stato, blackout delle utilities e interferenze 
nelle elezioni europee. 10 previsioni su come sarà ƭΩanno per la sicurezza informatica. 

 
La fine del 2018 lascia pensare a un 2019 costellato di nuove minacce. Mai come oggi, il tema della 
ǎƛŎǳǊŜȊȊŀ ƛƴŦƻǊƳŀǘƛŎŀ Ƙŀ Ŏƻƴǉǳƛǎǘŀǘƻ ƭΩŀǘǘŜƴȊƛƻƴŜ ŎǊŜǎŎŜƴǘŜ Řƛ ƛƳǇǊŜǎŜΣ DƻǾŜǊƴƛ Ŝ ǳǘŜƴǘƛ Ŧƛƴŀƭƛ Řƛ 
apparecchi e servizi di rete. 
  
Le grandi organizzazioni dovranno essere più protette se vogliono evitare le cyber minacce nel 2019, 
e per questo, i maggiori esperti di sicurezza al mondo concordano su 10 previsioni basandosi 
ǎǳƭƭΩŀƴŀƭƛǎƛ ŘŜƭƭŜ ǇǊƛƴŎƛǇŀƭƛ ǘŜƴŘŜƴȊŜ ǎǳ ǎƛŎǳǊŜȊȊŀ Ŝ ƳƛƴŀŎŎŜ ŘŜƎƭƛ ǎŎƻǊǎƛ ŀƴƴƛΦ  
  
1. Aumento degli attacchi contro macOS 
La quota del mercato desktop di Apple è in crescita e i malware progettati per infettare dispositivi 
Mac aumentano di pari passo. Gli esperti prevedono un incremento del numero di attacchi diretti a 
utenti Mac, fenomeno che abbiamo già iniziato a rilevare nelle nostre telemetrie interne. I nostri 
dati mostrano che si tratta non solo di malware specifici per macOS, ma anche di meccanismi e 
strumenti ideati per sfruttare al massimo violazioni già avvenute su Mac. Abbiamo già assistito a 
qualcosa di analogo in passato, in APT presenti su componenti specifici per Mac. 
  
2. Vaporworms o Fileless Malware Worms 
Nel 2019 i ceppi di malware fileless presenteranno proprietà come quelle dei worm, il che farà sì 
che questi possano auto-propagarsi sfruttando le vulnerabilità del software. Il malware fileless è più 
difficile da identificare e bloccare per la tradizionale rilevazione endpoint perché opera 
direttamente nella memoria, senza mai rilasciare un file sul sistema infetto. Basta mettere insieme 
questo trend con il numero di sistemi che utilizzano software a cui non sono state applicate patch, 
ǉǳƛƴŘƛ ǾǳƭƴŜǊŀōƛƭƛ ŀ ŘŜǘŜǊƳƛƴŀǘƛ ŜȄǇƭƻƛǘΣ ǇŜǊ ŎƻƳǇǊŜƴŘŜǊŜ ŎƻƳŜ ƛƭ нлмф ǎŀǊŁ ƭΩŀƴƴƻ ŘŜƭ ±ŀǇƻǊǿƻǊƳΦ 
  
3. Adware e mining su JavaScript 
Le applicazioni potenzialmente indesiderate (potentially unwanted application, PUA), inclusi gli 
adware, non rappresentano una grande minaccia ma non sono del tutto innocue. Ad esempio, 
ǇƻǘǊŜǎǘŜ ǎŎŀǊƛŎŀǊŜ ǳƴΩŀǇǇƭƛŎŀȊƛƻƴŜ ŀǇǇŀǊŜƴǘŜƳŜƴǘŜ ƭŜƎƛǘǘƛƳŀ ǎŜƴȊŀ ǎŀǇŜǊŜ ŎƘŜ ŝ ŎƻƭƭŜƎŀǘŀ ŀ ǳƴ 
crypto-miner o persino a malware. 
Gli esperti prevedono un aumento di strumenti di mining basati su JavaScript e integrati a pagine 
web, come avvenuto nel caso di cryptojacking su YouTube, in cui gli aggressori hanno lanciato una 
campagna malware e iniettato miner attraverso pubblicità visualizzate sulla piattaforma. 
Infine, possiamo aspettarci una transizione da malware drive-by-download a malware drive-by-
ƳƛƴƛƴƎΦ Lƴ ŀƭǘǊŜ ǇŀǊƻƭŜΣ ƭΩǳǎƻ Řƛ !tL Řƛ ǿŜō-mining che eseguono crypto-mining direttamente nel 
ōǊƻǿǎŜǊ ŘŜƭƭΩǳǘŜƴǘŜΣ ƛƴǾŜŎŜ Řƛ ƪƛǘ Řƛ ŜȄǇƭƻƛǘ ǇŜǊ ǎŎŀǊƛŎŀǊŜ ƳŀƭǿŀǊŜ ǎǳƭ ŎƻƳǇǳǘŜǊ Řella vittima. 
  
4. Falsi chatbot basati su IA 
Nel 2019, i criminali informatici e black hat hackers creeranno chatbot malevoli su siti legittimi per 
indurre attraverso tecniche di social engineering le vittime ignare a cliccare su link malevoli, a 
scaricare file contenenti malware, o condividere informazioni private. 
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5. Minacce sui social media 
Torneranno alla ribalta gli exploit a livello di rete e se la storia ci ha insegnato qualcosa, è probabile 
che verranno amplificati dai social media. E i ricercatori dovranno dedicare cospicue risorse ad 
analizzare impianti basati su hardware, ōŀŎƪŘƻƻǊ ǎǳƭƭΩƘŀǊŘǿŀǊŜ Ŝ ǾǳƭƴŜǊŀōƛƭƛǘŁ Řƛ ǇǊƻƎŜǘǘŀȊƛƻƴŜΣ 
oltre che compromissioni software lungo la catena di distribuzione. 
  
6. Il GPDR 
¢ŀƴǘƻ ǇŜǊ ŎŀƳōƛŀǊŜΣ ŜŎŎƻ ǳƴŀ ǇǊŜǾƛǎƛƻƴŜ ǇƻǎƛǘƛǾŀΥ ƎǊŀȊƛŜ ŀƛ ǊƛƴƴƻǾŀǘƛ ǎŦƻǊȊƛ Řŀ ǇŀǊǘŜ ŘŜƭƭΩ¦ƴƛƻƴŜ 
Europea nel proteggere informazioni identificabili personalmente (sotto forma del Regolamento 
Generale per la Protezione dei Dati, entrato in vigore a maggio 2018), dobbiamo aspettaci una 
diminuzione del numero di furti di credenziali, o almeno che queste non finiscano in prima pagina. 
Gli incidenti di sicurezza verranno sempre più contenuti a livello di organizzazione, nel tentativo di 
ŜǾƛǘŀǊŜ ƳǳƭǘŜ ƛƴ ƎǊŀŘƻ Řƛ ǇƻǊǘŀǊŜ ǳƴΩŀȊƛŜƴŘŀ ŀƭƭŀ ōŀƴŎŀǊƻǘǘŀΦ wƛŎƻǊŘŀǘŜǾƛ ŎƘŜ ƛƭ D5tw ǇǊŜǾŜŘŜ 
sanzioni fino al 4% del fatturato annuale della vittima, il che può tradursi in svariati milioni o persino 
miliardi di dollari nel caso di gruppi e imprese di grandi dimensioni. 
  
7. Blackout delle utilities 
Campagne mirate di ransomware provocheranno il caos nel 2019 rivolgendosi contro i sistemi di 
controllo industriale e i servizi pubblici per maggiori profitti. La domanda di pagamento medio 
aumenterà di oltre il 6500%, da una media da 300 a 20.000 dollari per attacco. Questi attacchi si 
tradurranno in conseguenze nel mondo reale come black-out nelle città e la perdita di accesso ai 
servizi pubblici. 
  
8. Attacchi biometrici 
Poiché gli accessi biometrici come FaceID di Apple diventano più comuni, gli hacker sfrutteranno il 
falso senso di sicurezza che trasmettono e decodificheranno un metodo di accesso biometrico su 
vasta scala per attuare un attacco importante. Di conseguenza, il 2019 vedrà una forte crescita 
ƴŜƭƭΩǳǎƻ ŘŜƭƭΩŀǳǘŜƴǘƛŎŀȊƛƻƴŜ ŀ ǇƛǴ ŦŀǘǘƻǊƛ όaC!ύ ǇŜǊ ǳƴŀ ƳŀƎƎƛƻǊŜ ǇǊƻǘŜȊƛƻƴŜΣ ƛƴ ǇŀǊǘƛŎƻƭŀǊŜ 
ƭΩŀǳǘŜƴǘƛŎŀȊƛƻƴŜ ǇǳǎƘ Ŝ aC! ǇŜǊ ƭŀ ŘƛŦŜǎŀ Řƛ ŀǇǇƭƛŎazioni Cloud. 
  
9. Intensificarsi di attacchi informatici di Stato 
[Ωhb¦ ŀŦŦǊƻƴǘŜǊŁ ǇƛǴ ŜƴŜǊƎƛŎŀƳŜƴǘŜ ƭŀ ǉǳŜǎǘƛƻƴŜ ŘŜƎƭƛ ŀǘǘŀŎŎƘƛ ƛƴŦƻǊƳŀǘƛŎƛ ǎǇƻƴǎƻǊƛȊȊŀǘƛ Řŀ ǳƴƻ 
Stato promulgando un trattato multinazionale sulla sicurezza informatica nel 2019. 
  
10. Interferenze nelle elezioni europee 2019 
A fine maggio 2019 si terranno le elezioni dei membri del Parlamento Europeo. Se i recenti sviluppi 
negli Stati Uniti ci hanno insegnato qualcosa, è che dobbiamo aspettarci un grande subbuglio in 
Europa, inclusi attacchi sponsorizzati da Stati e diretti contro i sistemi di voto, propaganda sui social 
ƳŜŘƛŀ Ŝ ŀƭǘǊŜ ŦƻǊƳŜ Řƛ άƛƴƎŜǊŜƴȊŀέΦ {Ŝ Ŧƛƴƻ ŀŘ ŀƭŎǳƴƛ ŀƴƴƛ Ŧŀ ǎƛ ǎƻǎǇŜǘǘŀǾŀ ǎƻƭǘŀƴǘƻ ƭΩŜǎƛǎǘŜƴȊŀ Řƛ 
azioni come questa, gli eventi degli ultimi due anni confermano che le grandi potenze non si 
ŦŜǊƳŜǊŀƴƴƻ Řƛ ŦǊƻƴǘŜ ŀ ƴǳƭƭŀ ǇǳǊ Řƛ ƛƴŦƭǳŜƴȊŀǊŜ ƭΩŜǎƛǘƻ ǇƻƭƛǘƛŎƻ ŘŜƭƭŜ ŜƭŜȊƛƻƴƛ ŘŜƛ ǇǊƻǇǊƛ ŀǾǾŜǊǎŀǊƛΦ 
 
 
 
 
 
 












































































































